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FOREWORD

An effective fight against fraud requires a stable regulatory framework, inde-
pendent and robust institutions, transparency in the broadest sense, and the po-
litical willingness to undertake such an endeavor. In this context, three funda-
mental points must be clearly established. First, it is imperative to recognize
that fraud is a global reality, and no country is immune to its occurrence. The
absence of public discourse on fraudulent practices in certain jurisdictions does
not imply their nonexistence. Second, fraud entails significant explicit and im-
plicit costs for both individuals and institutions. Explicit losses are borne directly
by those immediately affected, such as investors, employees, companies, finan-
cial institutions, business partners, and others. Nonetheless, the consequences
extend beyond immediate losses, manifesting in compromised capital market
efficiency and reduced investment inflows due to heightened uncertainty. The
harm inflicted upon national economies amounts to billions annually. Public
finances are further burdened as insufficiently effective institutions struggle
to resolve a substantial number of cases, encounter obstacles in securing evi-
dence for bringing indictments, suffer losses in litigation, and face significant
compensation claims and associated expenditures. Finally, instances of fraud
in financial reporting, enabled or facilitated, whether by action or inaction, by
certain audit firms, result in reputational damage, while the integrity and cre-
dibility of the accounting profession at large are gravely undermined. Third, an
effective fight against fraud, particularly organized crime and corruption, can
yield meaningful results only when the expertise of those tasked with comba-
ting fraud surpasses the knowledge and capabilities of perpetrators. Education
is of inestimable importance in this regard. Moreover, such an endeavor requ-
ires the coordinated integration of diverse competencies and activities across
regulatory bodies, judicial institutions, investigative authorities, tax admini-
strations, and both governmental and non-governmental sectors, in order to
ensure a truly effective response to fraudulent practices.

The wide variety of fraudulent schemes further complicates their detection and
prevention. Such practices may take numerous forms, ranging from relatively
simple methods, such as deceptive emails (phishing) and text messages (smis-
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hing), identity theft, credit card fraud, and insurance fraud, to more sophisti-
cated instances, including public procurement fraud, online trading fraud, and
asset misappropriation, and extending to major financial scandals, most often
reflected in official financial statements, as well as large-scale corruption cases,
including those of a political nature. Fraud can thus be identified across a broad
spectrum of sectors, encompassing the real sector, the financial sector, large-
scale public infrastructure projects, and major political corruption scandals.

Fraud is geographically widespread, occurring across all regions and economic
contexts. While certain fraudulent practices exhibit a high degree of sophisti-
cation, long-standing traditional forms of fraud continue to persist. Although
the most widely reported cases in the media tend to originate from developed
countries with strong capital markets, this should not lead to the erroneous
assumption that fraud is less prevalent in less developed countries with under-
developed capital markets. Two key factors contribute to the greater public vi-
sibility of fraud in developed countries. The first stems from the fact that major
financial scandals are frequently associated with publicly listed companies, a
context reinforced by information asymmetry, particularly when ownership
is widely dispersed, leaving shareholders, especially minority investors, in an
informationally inferior position relative to management. The second factor
arises from the higher transparency of regulatory bodies in developed coun-
tries, which actively publish information on major financial scandals, their in-
vestigation, and the outcomes of legal proceedings, thereby making such in-
formation publicly accessible. In contrast, in less developed countries, aside
from media speculation, reliable information regarding fraudulent activities or
the extent of budgetary losses resulting from insufficiently effective anti-fraud
measures is typically difficult to obtain.

Moreover, the pressing global imperative to address sustainable development
challenges gives rise to novel risks, including those emerging in the realm of
fraud. The undeniable need to monitor progress toward the Sustainable Deve-
lopment Goals (SDGs) has brought companies, among the principal contribu-
tors to planetary boundary transgressions, into focus, requiring them to report
on governance, environmental, and social impacts (ESG). The three-dimensi-
onal nature of ESG metrics increases both the complexity and cost of corpo-
rate reporting, thereby heightening the risks of fraudulent disclosures, which
may arise in any of the ESG components. Pressures to achieve ESG targets are
intensifying not only from investors and creditors, but also increasingly from
regulators, the media, and the broader public. Therefore, combating fraud in
general, and particularly at the corporate level, requires a proactive assessment
of fraud risks through the ESG prism.
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With the Second Conference on Forensic Accounting, “Contemporary Forensic
Accounting Trends in Combating Financial Fraud: Global and National Per-
spectives,” we endeavor to address current challenges in the field of forensic
accounting. Our objective is to provide professional support through the appli-
cation of advanced investigative skills and effective tools that facilitate the cla-
rification of complex business and financial transactions and the securing of
evidence relevant to judicial practice. For the scientific program of the Confe-
rence, 22 papers have been accepted, authored by 52 contributors, which explore
key issues in forensic accounting practice, with a key focus on areas such as
financial statement fraud, anti-corruption measures, ESG-related fraud, and
the detection of fraudulent activities across diverse industries. Importantly,
the Conference underscores a regional perspective, reflecting our conviction
that a coordinated regional approach to combating various forms of fraud is a
key prerequisite for enhancing the effectiveness of public institutions in fraud
prevention. The participation of authors and keynote speakers from the USA,
the United Kingdom, the Netherlands, Romania, Slovenia, Montenegro, North
Macedonia, Bosnia and Herzegovina, Croatia, and Serbia further attests to our
commitment to fostering a forensic accounting approach that embraces diverse
knowledge, methodologies, practices, and experiences.

Finally, we wish to express our sincere gratitude to our keynote speakers, aut-
hors, and reviewers, as well as to the members of the Program and Organi-
zing Committees, whose tireless dedication ensured the successful fulfillment
of the Conference objectives. We are also deeply thankful to the first- and se-
cond-generation students of the Master’s program in Forensic Accounting,
who not only attended the Conference but also actively participated in prac-
tical case study exercises on the second day. In particular, we extend our he-
artfelt appreciation to the INL for their invaluable support and for providing
the opportunity to collaborate in strengthening forensic accounting capacities
in the Republic of Serbia.

Editors
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Abstract

The growing complexity of global business operations, coupled with the challenges of re-
cording and accounting for diverse transactions, as well as the ingenuity and unscrupulou-
sness of fraud perpetrators, poses substantial obstacles to the accounting profession’s pur-
suit of truthful and fair financial reporting. Manipulative reporting of net income, assets,
equity, liabilities, and cash flows is a serious concern for investors, financial analysts, cre-
ditors, regulatory bodies, and the broader investment community. Timely fraud detection
reduces adverse selection risk, improves investor returns, and enhances security for cre-
ditors. Moreover, it enables regulators to safeguard investor interests, ensure the orderly
functioning of capital markets, and foster a stable and favorable business environment. The
accounting profession’s foremost priority is to be recognized for truthful and ethical repor-
ting rather than for creative accounting practices, with its mission as the guardian of the
public interest remaining paramount. Financial scandals and related frauds in financial
reporting not only undermine the credibility of the accounting profession but also cause
substantial harm that extends beyond companies and stakeholders to affect the state itself.

The absence of transparent information on fraud perpetrators, particularly in coun-
tries with underdeveloped capital markets, hampers the development of more sophisti-
cated fraud indicators that could function not only as tools for fraud detection but also
as early warning signals, supporting the prevention and mitigation of detrimental im-
pacts. This paper explores the applicability of the five-variable Beneish model to com-
panies operating in the Republic of Serbia. The research aims to assess the frequency
of potential manipulations in financial statements and to examine sectoral differences
in vulnerability to fraud-related risks. First, key performance indicators were employed
to analyze the position of large companies, after which the aforementioned model was
applied to a sample of 236 companies for the period between 2019 and 2022. The rese-
arch findings may prove valuable to investors, banks, regulatory authorities, fraud pre-
vention agencies, tax administrations, and other governmental bodies. Furthermore, they
may provide a significant impetus for academic researchers to advance the development
of models designed to estimate the likelihood of fraud at the national economy level.

Key words: forensic accounting, financial statements, fraud triangle, fraud detection,
fraud prevention, M-score, sectoral analysis.

JEL Classification: M41, K13
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Introduction

Truthful and fair reporting constitutes a fundamental imperative of the acco-
unting profession. It underpins the credibility of the profession, reinforces the
role of accounting as a guardian of the public interest, and shapes the reputa-
tion of individual accountants. Therefore, at the global, national, and corpo-
rate levels, considerable efforts are made to safeguard the public interest by
ensuring access to relevant information for decision-making through the esta-
blishment and enforcement of professional and legal regulations, independent
external audits, and the promotion of ethical conduct among all participants in
the financial reporting chain. The fact that truthful and fair reporting is one of
the key preconditions for creating an attractive business environment for the
inflow of new domestic and foreign investments further underscores the cri-
tical importance of reporting quality.

Unfortunately, for a variety of reasons, including the complexity of business
transactions, the intricacy of financial reporting, and the resulting discretion
available to management, as well as the informational disadvantage faced by
external users, it is evident that manipulations can never be fully eliminated.
The numerous high-profile financial scandals reported in the media serve to
confirm this. The situation is likely to be even more unfavorable given that not
all scandals receive equal media attention, and that in less developed countries
the transparency of fraud reporting is considerably lower. Importantly, this lack
of transparency in no way diminishes the damage incurred.

Fraud prevention must be treated as a strategic priority by regulatory autho-
rities overseeing financial reporting, institutions tasked with sanctioning fra-
udulent reporting, and the academic community, which must actively pursue
solutions to this persistent challenge. The issue is further complicated by the
inherent difficulty of proving fraud and by the fact that fraud perpetrators often
differ significantly from typical offenders of other crimes. Many were diligent,
committed, and reliable employees, respected and esteemed members of their
communities. The majority had no criminal records. It could be argued that
they were fundamentally good people who eventually engaged in wrongdoing
(Romney & Steinbart, 2018, p. 133). In the context of fraud prevention, all ava-
ilable tools should be leveraged, from individual indicators and composite mo-
dels to artificial intelligence. Our focus is on exploring the potential applica-
tion of existing scoring models, as well as on developing new ones that could
be employed to detect manipulations in financial reporting.

The structure of this paper is aligned with its research objectives. The study con-
centrates on potential manipulations in the financial statements of large companies.
Specifically, through a retrospective analysis of financial reports, we aim to address
three key research questions: What factors drive manipulative practices in the finan-
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cial statements of large companies? How effective is the M-Score model in detecting
such manipulations? Which sectors are particularly vulnerable to the risk of fraud?

1. Context of the study
1.1. Positioning of large companies

The structure of a national economy has historically been a crucial determi-
nant of its overall efficiency. The representation of individual sectors and in-
dustries reflects a country’s existing comparative advantages, its national stra-
tegies for developing specific industries, and investors’ willingness to allocate
resources to particular segments. Collectively, these factors contribute to the
efficient and effective functioning of both individual companies and the eco-
nomy as a whole. From the perspective of legal form, companies can adopt va-
rious business structures. These differ in their methods of raising capital, the
degree of founders’ exposure to risk, from unlimited personal liability for obli-
gations to liability limited to invested capital, the complexity of their manage-
ment structures, and other characteristics. The overall picture of an economy’s
structure is further shaped by the diversity of company sizes, with clear dis-
tinctions among large, medium, small, and micro enterprises, each playing a
unique role in economic activity, contributing to gross domestic product, ge-
nerating employment, and defining the nature and scale of their operations.
All of this provides a wide range of opportunities for investors to engage with
and benefit from the functioning of a national economy.

Our research focuses on large companies in the real sector, regardless of their in-
dustry or legal form. Companies are categorized as large, medium, small, or micro
enterprises according to standard criteria, including the number of employees, re-
venue, and total assets. Under the Law on Accounting, a company must meet at
least two of these three criteria to be placed in a specific category. For example,
large companies are defined as having more than 250 employees, revenue excee-
ding EUR 40,000,000, and total assets over EUR 20,000,000. All companies below
these thresholds are classified as SMEs (Zakon o racunovodstvu, 2019 and 2020).

Micro, small, and medium-sized enterprises (SMEs) are distinguished by strong
entrepreneurial initiative, high flexibility, and an exceptional capacity to adapt to
economic changes. Recognizing their growing importance, governments in many
countries provide substantial support to SMEs through measures such as reduced
reporting requirements, lower training costs, tax incentives, and access to networ-
king opportunities and digital platforms that help them overcome internal capacity
constraints, gain easier access to relevant knowledge, and strengthen their resi-
lience to unexpected disruptions. As a result, SMEs have become integral parti-
cipants in global supply chains and drivers of green innovations (OECD, 2023).
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The rising role of SMEs does not overshadow the relevance of large compa-
nies. Large companies are able to raise substantial amounts of capital, invest
in research and development activities, and undertake major projects that are
typically beyond the reach of SMEs. Their export potential and contribution
to gross domestic product are often considerable. In this context, and conside-
ring the focus of our research, it is valuable to gain an overview of the charac-
teristics of large companies in the Republic of Serbia (RS), primarily by com-
paring them with medium, small, and micro companies using key parameters
that distinguish each of these groups (Figure 1).

Figure 1: Positioning of large companies in the RS economy
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Historically, large companies have never held a dominant position in their
share of the total number of companies. Their presence in the economy of
the Republic of Serbia (RS) over the past three years — when the total number
of companies was 108,856 (2022), 110,808 (2023), and 112,670 (2024) — has
been quantitatively negligible, ranging from 528 companies in 2022 to 613
in 2023. On average, they account for approximately 0.52% of all companies
across the three years, with the remaining over 99.48% represented by SMEs.
More specifically, medium-sized companies constitute, on average, 2.06%
of all companies, small companies account for 12.8%, and micro companies
make up approximately 84.62%. At first glance, large companies may seem
relatively unimportant; however, this impression shifts entirely when addi-
tional indicators are considered. For example, an analysis of employment
shows that, while large companies account for only 0.52% of all companies
on a three-year average, they employ 36.39% of the workforce, compared
with 21.39% in medium-sized companies, 25.53% in small companies, and
16.69% in micro companies.

The dominance of large companies becomes particularly evident when finan-
cial indicators are considered. Over the three years, large companies held, on
average, 48.8% of total assets, representing nearly half of all asset investments.
They also generated, on average, 47.2% of total revenues during the same pe-
riod and accounted for 53.6% of total net income.

The fact is that, compared with ten or more years ago, the share of large com-
panies across all categories has declined in relation to SMEs; nevertheless, they
remain highly relevant in the structure of the economy (Malini¢, Milievi¢, &
Glisi¢, 2014). It should also be emphasized that all companies, regardless of size,
actively participate in the country’s economic activities. A substantial number
of SMEs function as integral components of the supply chains of large compa-
nies. In some cases, large companies outsource segments of their production
to smaller ones, thereby mitigating risks and managing costs more efficiently.

1.2. Theoretical explanation of financial statement manipulations

Given that corporate governance is most complex in large companies, that fi-
nancial reporting in such firms is especially demanding in both scope and sop-
histication, and that some operate as publicly traded entities, these companies
are particularly exposed to the risks of manipulative reporting. Indeed, many
of the world’s major financial scandals have involved large, well-known corpo-
rations. Consequently, large companies present a particularly compelling case
for research on potential manipulations in financial reporting.
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Competitive pressures, rising demands for product and service quality, in-
creased expenditures on environmental protection, ambitious strategic objec-
tives, and heightened investor expectations collectively place sustained pres-
sure on management to generate value for shareholders and other stakeholders.
Under such circumstances, management may resort to creative accounting
practices, deliberately shaping the presentation of economic reality in finan-
cial statements to obscure actual performance and mitigate the impact of or-
ganizational or market crises. Fraud emerges when management intentionally
misrepresents a company’s financial position, profitability, or cash flows with
the aim of misleading stakeholders who rely on financial statements for deci-
sion-making. The inherent complexity of large corporations, the sophistica-
tion of their financial reporting, and weaknesses in internal control systems
further exacerbate this risk. Financial statement fraud poses significant chall-
enges not only for companies and managers, who are the most frequent parti-
cipants in such schemes, but also for those who may not be directly involved,
giving rise to a wide array of negative consequences. These include reduced
credibility of financial reporting, erosion of the integrity and objectivity of the
auditing profession, decreased capital market efficiency, adverse effects on eco-
nomic growth, increased litigation costs, substantial corporate losses, and, in
extreme cases, bankruptcy, etc. (Rezaee & Riley, 2009, p. 7).

An effective fight against fraud requires a thorough understanding of its un-
derlying causes. Agency theory provides a theoretical foundation for explai-
ning manipulations and fraud in financial statements, offering valuable insights
into the complex relationships within corporate governance structures, parti-
cularly those between owners and management (Jensen & Meckling, 1976).
At its core lies the assumption that individuals act rationally and pursue self-
interest, consistently seeking to maximize their personal utility in every deci-
sion-making context. In public corporations, conflicts of interest between ma-
nagers and shareholders are to be expected, as managers (agents) occupy an
informationally superior position relative to shareholders (principals). This in-
formational asymmetry constrains shareholders’ ability to effectively control
managerial actions. Consequently, resolving such conflicts typically involves
aligning managerial and shareholder interests, often through mechanisms that
incentivize managers to act in the shareholders’ best interest. However, when
managers are willing to compromise their integrity in pursuit of personal gain,
the risk of fraudulent financial reporting becomes both tangible and acute.

A theoretical explanation for fraud in financial reporting is provided by the
so-called fraud triangle, a widely adopted framework for understanding the
underlying causes of corporate fraud. Extending this framework, which cen-
ters on perpetrators and the conditions enabling fraud, we here introduce the
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Meta-Model of White-Collar Crime, an approach that advances the fraud tri-
angle by incorporating the triangle of the criminal act (or triangle of fraud ele-
ments) and emphasizing the specific actions a perpetrator must undertake to
commit fraudulent activities (Figure 2).

Figure 2: Meta-Model of White-Collar Crime

Prevention & Deterrence < Detection
Controls Procedures

Probability
Pressure The Act
Perpetrator(s) Criminal Act
The Fraud Triangle The Triangle of Fraud Action

Source: Partially adapted from (Dorminey, Fleming, Kranacher, & Riley, 2012, p. 571)

Donald Cressey’s research on fraudulent behavior identified common charac-
teristics among offenders (individuals imprisoned for “white-collar” crimes)
that explain the underlying causes of fraud. These can be summarized as:
(a) the presence of financial difficulties that, for various reasons, cannot be dis-
closed to others, creating perceived pressure or motivation to commit fraud;
(b) awareness of the vulnerabilities of the company where the fraud occurs,
recognizing not only the opportunities to commit fraud but also fostering the
belief that it will go undetected; and (c) the creation of a perception in the
perpetrator’s mind that the abusive actions undertaken do not constitute cri-
minal behavior, reflecting the rationalization of unacceptable conduct and the
desire to remain “within the zone of moral comfort” (Cressey, 1950, pp. 742-743;
Dorminey et al., 2012, pp. 557-558).

Managers and company owners face varying levels of pressure, opportunity,
and rationalization, which explains the significant differences in both the types
and intensity of fraud, even within the same organizational and managerial
context (Zhu, Zeng, Wang, & Xiao, 2022, p. 2). The diversity in the manifesta-
tion of various types of pressure, opportunities, or means that can be exploited
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to commit fraud, as well as the skillful rationalizations or justifications used
to excuse such misconduct, is summarized in Table 1.

Table 1: Manifestations of pressure, opportunity, and rationalization

PRESSURE

External

Adverse economic conditions
(inflation or recession)

Disruptions in supply chains
Industry-specific cyclical fluctuations

New unfavorable regulatory
requirements

Intensified competition and
declining profit margins

Restrictive borrowing conditions

Vulnerability to rising interest
rates

Technological changes

Opportunities

Poor corporate governance
Complexity of financial reporting

Potential for manipulations within
regulatory and professional
boundaries

Deficiencies in internal control
systems

Limited effectiveness of internal
audit functions

Hidden or incomplete disclosures
Ambiguous division of authority and
responsibilities

Disordered document management

Transactions with related parties

Internal

Management characteristics
(ethical standards, relationships
with owners, approach to financial
reporting)

Overly ambitious strategic
objectives

Substantial performance-based
compensation

Operational cash flow challenges

Deterioration of financial position
and profitability

Rationalization

“I’m just borrowing; I’ll repay it
quickly.”

Robin Hood syndrome: taking
from those who have and giving to
those who have not.

“I’m underpaid for the work I do.”

“No one will know, and I won’t get
caught.”

“Everyone else does it.”

“They would understand if they
knew my situation.”

“The rules don’t apply to someone
in my position.”

Source: Author’s systematization
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In general, financial statement fraud emerges from the interplay of all three
attributes of the fraud triangle. For so-called predatory fraudsters (repeat offen-
ders), the mere presence of an opportunity may suffice to trigger fraudulent be-
havior, whereas first-time offenders, or “situational” fraudsters, typically require
all three components of the fraud triangle to be present (Hermanson, Justice,
Ramamoorti, & Riley, Jr, 2017; Romney & Steinbart, 2018, p. 134). Moreover,
individual differences in tolerance to pressure, along with the perpetrator’s
skill set, can either increase or constrain the likelihood of committing fraud.

The triangle of the criminal act, forming the second component of the Meta-
Model, comprises three additional elements: commission of the act, conce-
alment, and conversion. In the context of intentionally misleading users of
financial statements, the commission of the act may involve falsifying docu-
ments, recording fictitious revenues or receivables, fabricating inventory pur-
chases, preparing financial statements without valid supporting documenta-
tion, and other similar actions. In such cases, the perpetrator seeks to conceal
these activities to avoid detection and ultimately convert them into benefits.
One of the key activities of any investigative process is demonstrating the in-
tent to commit fraud. When it can be shown that the act was carried out, deli-
berate steps were taken to conceal it, and the perpetrator derived benefits from
it, the existence of fraudulent intent becomes unequivocally clear.

The third component of the Meta-Model is equally critical, focusing on anti-
fraud measures. Situated between the fraud triangle and the triangle of the
criminal act, this component covers the likelihood of fraud occurring. To this
end, efforts are directed toward prevention, aimed at limiting opportunities for
fraud; deterrence, achieved by creating an environment that reduces the pro-
bability of misconduct; and detection and enforcement, which further discou-
rage fraudulent behavior. It is generally recognized that the two most powerful
deterrents are (1) the fear of fraud being detected and the perpetrator appre-
hended, and (2) the fear of consequences in the form of imposed sanctions
(Dorminey, et al., 2012, pp. 570-572).

Building on our research focus on the application of the M-Score to detect
potential manipulations in the financial statements of large companies, alon-
gside theoretical insights into the causes of fraud and the necessity of preven-
tion, deterrence, and detection, we have developed a conceptual research fra-
mework, presented in Figure 3.
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Figure 3: Conceptual research framework

Beneish Model Variables
|

Measurement
|
v v v v v
DSR GMI AQI SGI DEPI

!

» M-Score
» -

v v

Manipulators Non-manipulators
Interpretation
Average Average Average Average Average
DSRI GMI AQI SGI DEPI

Source: Authors

The conceptual framework outlines the objectives of our research. First, it in-
volves applying the Beneish five-variable model to detect fraud in the finan-
cial statements of large companies. This entails calculating all model com-
ponents to derive the M-Score, which serves as a benchmark for classifying
companies as either non-manipulators, with no indications of fraud, or mani-
pulators, exposed to an elevated risk of fraudulent activity. To improve inter-
pretative accuracy and identify financial statement items most prone to ma-
nipulation, the results will be compared with average values relevant to each
model component.

10
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2. Detecting the risk of financial statement manipulation:
application of the Beneish model

2.1. The Beneish model

Numerous scholars have explored the potential for detecting manipulation in fi-
nancial statements (Beneish, 1999; Dechow et al., 2011; Kaminski et al., 2004;
Piotroski, 2000; Persons, 1995; Pustylnick, 2009; Roxas, 2011; Spathis, 2002,
among others), with the most significant contribution made by Professor Be-
neish. He developed a model that produces a single result, the comparison of
which against a critical threshold indicates the likelihood that a company is
engaged in fraudulent financial reporting. However, such a conclusion cannot
be drawn solely from the model’s output; rather, the result should be regarded
as guidance for further in-depth analysis.

The model is based on eight variables (M-Score 8), formulated to facilitate the
detection of manipulations in financial statements (Beneish, 1999). In addi-
tion to this version, a reduced version consisting of five variables (M-Score
5) is also available, which is adopted in this study owing to its more straight-
forward applicability to data derived from financial statements of companies
in the Republic of Serbia. Given that the Beneish model was originally deve-
loped using data based on the cost of goods sold accounting method, its appli-
cation proves more complex when applied to datasets prepared under the total
cost method. Therefore, this analysis employs the five-variable version of the
model, calculated as follows:

M-Score (5) = - 6.065 + 0.823 x DSRI + 0.906 x GMI + 0.593 x AQI + 0.717
x SGI + 0.107 x DEPI

The model’s relative simplicity, the ready availability of data required for its
computation, and the presence of a clear interpretative benchmark have all
contributed to its widespread popularity and application. Furthermore, it has
demonstrated considerable practical efficacy, successfully identifying nume-
rous manipulators prior to public disclosure. Its prominence was further en-
hanced when it detected fraudulent financial reporting at Enron a full year be-
fore the first official alerts were issued by professional analysts (Beneish, M.,
Lee, C., & Nichols, C., 2013).

The application of the model requires the calculation of five variables, whose
formulas and corresponding explanations are presented below. All necessary
data can be obtained from the balance sheet and income statement for two
consecutive years.

11
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Days’ Sales in Receivables Index — DSRI

Receivables;/Sales¢

DSRI =

Receivables;_4/Sales¢_1

The DSRI variable is designed to detect variations in receivables relative to
sales revenues over two consecutive years. A high value of this variable may
indicate that a company is manipulating its financial results by inflating reve-
nues, thereby overstating its reported performance.

Gross Margin Index — GMI

(Salest—1 — Cost of goods sold¢—,)/Sales¢_4

GMI =
(Salest — Cost of goods soldt)/Sales¢

Unlike the previous variable, GMI relates the prior year to the current year,
with an increase in its value indicating a decline in gross margin. The pre-
mise underlying this variable is that companies facing diminishing profitabi-
lity may be more inclined to engage in fraudulent reporting to preserve their
financial position; consequently, a higher GMI value can serve as a warning
that a company may be a potential manipulator.

Asset Quality Index — AQI

1 —(Current assets¢+ PP&E)/Total assets¢
1 —(Current assetsyt—, + PP&E_1)/Total assets¢—1

AQI =

PP&E — Property, Plant and Equipment

The AQI variable focuses on the share of intangible assets, an item especially
prone to manipulation, within total assets. An increase in this variable may signal
the use of manipulative practices involving either internally generated or acquired
intangible asset, aimed at artificially enhancing reported financial performance.

Sales Growth Index — SGI

SGI = Sales;

B Sales¢—1

The SGI variable, simple in its formulation, is designed to detect potential ma-
nipulations involving artificially inflated sales revenue (such as the recogni-
tion of fictitious or premature sales, etc.), aimed at enhancing or sustaining re-
ported performance. However, interpreting this variable requires particular
caution, as rising sales and higher SGI values do not automatically indicate
fraudulent activity.

12
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Depreciation Index — DEPI

Depreciation¢—; /(Depreciationt_; + PP&E{_1)

DEPI =

Depreciationt/(Depreciation; + PP&Ey)

The DEPI variable tracks changes in the depreciation rate across two consecu-
tive years. An elevated value of this variable may suggest manipulative prac-
tices, such as reducing the depreciation rate to lower reported expenses and,
consequently, present higher net income.

After calculating the variables and applying the model, the resulting M-Score
is benchmarked against a threshold value that serves as the decision criterion.
An M-Score exceeding this threshold indicates a high likelihood of financial
statement manipulation, whereas a score below the threshold suggests absence
of manipulation. In this study, the five-variable version of the model was used,
with a threshold of - 2.22, consistent with the works of Corsia, C., Berardino,
D. D., & Cimbrinic, T. (2015) and Mehta, A., & Bhavani, G. (2017). Since all
variables in the Beneish model are formulated in a way that their higher values
point to a greater likelihood of manipulation (Beneish, 2013), an elevated M-
Score likewise reflects an increased probability that a company is a manipu-
lator. Nevertheless, even a high score should not be interpreted as conclusive
evidence of manipulation but rather as a red flag that requires further scrutiny.
The model’s result needs to be complemented with qualitative insights, and a
reliable conclusion can only be drawn through a comprehensive analysis and
consideration of the broader context.

Table 2: Average values of variables for manipulators and non-manipulators

Variable Manipulators Non-Manipulators
DSRI 1.465 1.031
GMI 1.193 1.014
AQI 1.254 1.039
SGI 1.067 1.134
DEPI 1.077 1.001

Source: Beneish, 1999, p. 27

In addition to the primary decision criterion signaling potential financial statement
manipulation, the individual variable values can offer valuable analytical insights.
Comparing these values with the averages for manipulators and non-manipulators
from Beneish’s sample (Table 2) can help identify how, and through which posi-
tions, a company might manipulate its financial statements. Deviations in specific

13
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variables highlight areas that require closer scrutiny to assess the likelihood of fra-
udulent activity. Nevertheless, caution is necessary before drawing conclusions, as
high values of some variables may simply stem from regular business operations.

2.2. Key characteristics of the sample

The analysis in this study was conducted on a sample of large companies over the
2020-2022 period provided by CUBE datebase. Three fiscal years period was the
basis for calculating the M-score for 2021 and 2022. Companies were subsequently
classified as manipulators or non-manipulators based on these M-scores. To en-
hance the reliability of these classifications, the results were cross-checked against
auditors’ opinions, thereby introducing an additional validation criterion to ensure
that the companies identified by the M-score were indeed manipulators or non-
manipulators. The sample of manipulators consisted of companies that, in addi-
tion to recording high M-scores indicative of financial manipulation, did not obtain
unmodified audit opinions (they received qualified opinions). In contrast, the non-
manipulator sample comprised companies that, in both years, had M-score poin-
ting to the absence of manipulation in financial statements and simultaneously re-
ceived unmodified audit opinions. To ensure that each company was represented
only once in the sample, a non-duplication procedure was applied. Specifically,
for companies classified as manipulators or non-manipulators in both years, the
observation corresponding to the less favorable M-score (for manipulators) or the
more favorable M-score (for non-manipulators) was retained. Following this pro-
cedure, the initial dataset of 466 companies observed over two fiscal years was re-
duced to a final sample of 236 companies, whose structure is displayed in Figure 4.

Figure 4: Structure of the final sample
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Number of companies

12 15
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Source: Authors’ illustration
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Since the research aims not only to assess the frequency of potential financial
statement manipulations but also to analyze sectoral exposure to fraud risks,
the sample was further segmented by sector. It is important to note that Sector
K — Financial and Insurance Activities was excluded from the analysis, as the
Beneish M-Score is not applicable to financial institutions. All other compa-
nies were classified according to their respective sectors. Sectors with a su-
bstantial number of companies are presented individually, while those with
fewer companies were grouped together. Figure 5 illustrates the sectoral dis-
tribution of the sample.

Figure 5: Sectoral structure of the sample

38,98%

27,12%

mSector C mSector G M Sector F lMSector H mSector ] mRemaining sectors
Source: Authors’ illustration

As expected for the Serbian economy, Sector C — Manufacturing accounts for
the largest share of 38.98%, followed by Sector G — Wholesale and Retail Trade
at 27.12%. Sectors F — Construction, H — Transportation and Storage, and J —
Information and Communication show similar representation, each ranging
between 6% and 7%. The remaining sectors are aggregated and collectively
comprise 14.41% of the sample.
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2.3. Application of the Beneish model
and analysis of findings

Once the sample was structured, the Beneish M-Score was applied to the data.
The analysis encompassed both the full sample and sector-specific data to iden-
tify potential patterns of financial statement manipulation within particular
sectors. The results for the overall sample are presented below, followed by an
overview of sectoral findings.

Table 3: Average values of variables and m-score for manipulators
and non-manipulators
DSRI | GMI AQI SGI | DEPI = M-Score
Non-Manipulators

Values for companies in
the sample

Beneish benchmark 1.031 1.014 1.039 | 1.134 1.00 <-2.22

0.897 | -0.254 | 0.838 | 1.208 | 1.07 -4.079

Manipulators

Values for companies in
the sample

Beneish benchmark 1.465 | 1.193 1.254 | 1.607 | 1.077 | >-2.22

1.479 | 1.408 | 51.341 | 1.154 | 0.941 | 27.801

Source: Authors’ calculations

Table 3 presents the results for all companies in the sample, alongside a com-
parison with the averages reported in Beneish’s study. While these averages
do not allow for definitive conclusions due to the specific characteristics of the
underlying companies, they provide a useful benchmark for interpreting the
results. For non-manipulator companies, the M-Score values are clearly below
the threshold, and the values of all individual variables are either below or only
slightly above Beneish’s averages. This further supports the conclusion that
these companies do not engage in fraudulent financial reporting. As previo-
usly noted, a higher SGI value is not inherently negative and can, in fact, be a
positive indicator. Accordingly, a slightly elevated SGI is consistent with the
classification of these companies as non-manipulators. Specifically, this group
exhibits a negative GMI value, reflecting negative gross margins for some com-
panies. Although this signals weaker performance, the data suggests that these
companies are not manipulating financial statements to portray enhanced re-
sults, as such practices would likely have yielded positive gross margin figures.

16



IDENTIFYING INDICATORS OF FRAUDULENT FINANCIAL REPORTING ...

When examining the values for manipulators, we can see that the M-Score va-
lues is significantly above the threshold. Analyzing the individual variables re-
veals that the AQI largely “pulls” the M-Score upward, highlighting the need
to investigate asset quality due to suspected manipulations of intangible assets.
Notably, in contrast to non-manipulators, these companies exhibit a positive
GMI value that exceeds the averages reported in Beneish’s sample. This su-
ggests that these companies may have engaged in certain financial statement
manipulations to present profitability as stronger than it actually is. Suspicion
is further reinforced by the lower SGI value (below both the benchmark for ma-
nipulators and the average for non-manipulators), indicating that the increase
in gross margin was not accompanied by corresponding sales growth, thereby
calling into question the source of the reported gross margin improvement.

Table 4: Average values of variables and m-score for manipulators
and non-manipulators by sector
Non-Manipulators

DSRI | GMI AQI SGI | DEPI | M-Score

Beneish benchmark 1.031 | 1.014 | 1.039 | 1.134| 1.00 | <-2.22
Manufacturing 0.847 | -0.183 | 0.826 | 1.248 | 1.001 | -4.042
Construction 0.884 | 0.464 = 0.938 | 1.005 | 1.231 | -3.509

Wholesale and Retail Trade | 0.924 | 0.715 | 0.789 | 1.199  0.964 | -3.226
Transportation and Storage | 1.029 | -2.890 | 0.811 | 1.341 | 0.983 | -6.290

lifor o5 o £ 1.046 | -0.170 = 0.921 | 1.095 1.047 @ -3.916

Communication
Other sectors 0.861 | -1.891 | 0919 | 1.188 | 1.526 | -5.511
Manipulators
DSRI | GMI AQI SGI | DEPI | M-Score
Beneish benchmark 1.465 | 1.193 | 1.254 | 1.607 | 1.077 | >-2.22
Manufacturing 1.511 | -0.733 | 9.329 | 1.202 | 0.871 | 1.002
Construction 1.408 | 2.184 | 1.277 | 1.180 | 1.126 | -1.203

Wholesale and Retail Trade | 1.110 | 1.921 | 402.625 | 1.188 | 1.063 | 236.311
Transportation and Storage | 1.104 | 2.289 | 5516 | 1.085 | 0.948 | 1.068

Information and
Communication

Other sectors 1.889 | 2.038 @ 8.051 | 1.152 0956 | 3.038

0980 | 2.744 | 13.483 | 0.993 | 0.560 | 5.994

Source: Authors’ calculations
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Similar results to those observed for the full sample are presented in Table 4,
broken down by sector. For non-manipulator companies, all sectors exhibit
M-Scores below the threshold, and the values of all individual variables are
either below or only slightly above Beneish’s averages, confirming that these
companies do not engage in financial statement manipulation. The focus of the
analysis is on the second part of the table, which pertains to manipulators, with
values exceeding the threshold highlighted in italics. All sectors display M-
Scores above the threshold, with the Construction sector recording the lowest
score, while the Wholesale and Retail Trade sector stands out with a notably
higher M-Score. To understand the mechanisms of manipulation within these
sectors, the analysis shifted from the aggregate M-Score to the individual va-
riable values. In all sectors, the asset quality variable (AQI) consistently regi-
sters the highest values, in line with findings obtained for the overall sample.
Its exceptionally high values in certain sectors, along with deviations from
benchmark values across all sectors, underscore the need for further investi-
gation to identify the underlying causes of these discrepancies. In the Manu-
facturing sector, particular attention should be given to the DSRI variable, as
its elevated value indicates potential revenue overstatement. When considered
alongside the increased SGI value (which, although below the manipulator
benchmark, exceeds the non-manipulator average), these findings raise sus-
picions that revenue overstatement may be occurring in this sector. The Con-
struction sector records the lowest M-Score, partly due to its comparatively
lower AQI relative to other sectors. However, it exhibits the greatest number
of variables deviating from benchmark values. A higher DSRI suggests poten-
tial revenue overstatement, a concern further reinforced by the increased GMI,
which reflects a decline in gross margin. Such weakening performance may
create additional incentives for revenue manipulation. Although the DEPI va-
riable is also elevated, non-manipulator companies in this sector display even
higher values, indicating that a reduced depreciation rate should not necessarily
be interpreted as a signal of manipulation. In the Wholesale and Retail Trade
sector, an exceptionally high AQI value is accompanied by an elevated GMI,
suggesting that negative results may have incentivized the manipulation of fi-
nancial statements to improve reported performance. Similar patterns, though
with more moderate AQI levels, are observed in the Transportation and Sto-
rage, Information and Communication sectors, as well as in the aggregated
group of other sectors. The Information and Communication sector stands out
with the weakest performance, as evidenced by a contraction in sales revenue.
The consistency of the values of these indicators across sectors indicates that
the conclusions drawn for Wholesale and Retail Trade can be meaningfully
extended to all of them.
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3. Limitations of the study

The limitations of this research are, to some extent, determined by the in-
herent constraints of the applied model, the most significant being that its
output cannot guarantee precise classification; rather, it can only indicate
the likelihood of fraud in financial statements. This limitation partly arises
from errors intrinsic to the model itself. Specifically, two types of errors
may occur, leading to misclassification: the model may classify a manipu-
lator as a non-manipulator (Type I error), or, conversely, classify a non-ma-
nipulator as a manipulator (Type II error). To mitigate this limitation and
enhance the reliability of the findings, the sample of manipulators and non-
manipulators was cross-validated against audit results, providing an addi-
tional control mechanism.

In addition to potential classification errors, the model is subject to further li-
mitations, some of which are universal, while others stem from the specific
characteristics of the Serbian economy compared to the U.S. economy, where
the model was originally developed. Among the universal limitations, the most
important remains the aforementioned possibility of misclassification. This
may also occur because certain variables can exhibit high values even in the
absence of manipulation, reflecting normal business operations. This effect is
particularly pronounced for the SGI variable, where high values may reflect
positive performance. Rather than indicating manipulations and fraudulent be-
havior, elevated values can result from a company’s successful expansion and
growth in its customer base. Consequently, a thorough qualitative analysis of
the results is essential prior to drawing any conclusions. With regard to limita-
tions specific to the domestic context, there is the previously mentioned com-
plexity in calculating the eight-component M-score. Moreover, for the five-
component variant of the model, certain adjustments to the data are necessary
for domestic companies due to differences in accounting practices. Finally, it
is important to note that the model was originally developed using data from
publicly listed companies, whereas the Serbian economy is characterized by a
relatively small and inactive capital market.

Conclusion

The present analysis clearly indicates that suspicions of financial statement
manipulation can be observed within the Serbian economy. In the analyzed
sample of 236 companies, 11.44% were identified as potential manipulators.
Mitigating negative consequences of manipulations requires a dual approach
to fraud prevention, encompassing both practical and theoretical measures.
Practically, this involves conducting more rigorous audits and implementing
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stricter enforcement mechanisms. Theoretically, it entails the development of
robust detection models capable of identifying fraudulent financial reporting
with a minimal margin of error.

The application of the Beneish model to the selected sample revealed no signi-
ficant differences in manipulation methods across economic sectors. The fin-
dings indicate that manipulations based on cost capitalization predominate in
all sectors, suggesting that further analysis should focus on asset quality. Me-
anwhile, the Manufacturing and Construction sectors exhibit instances of re-
venue overstatement. Additionally, the observed deterioration in performance,
reflected by declining gross margins across all sectors, points to an increased
likelihood of financial statement manipulation.

In light of the aforementioned limitations of existing models, it becomes evi-
dent that there is a pressing need to develop frameworks that take into account
the specific characteristics of the domestic economy. While universal solu-
tions may be useful in serving a general purpose, they should primarily be
regarded as a baseline requiring further adaptation to local contexts. Models
tailored to the structural and institutional particularities of the domestic eco-
nomy, specifically designed for fraud detection, could generate substantial be-
nefits. By mitigating the risk of adverse selection, such models would contri-
bute to the deepening of the capital market, expand access to new sources of
financing for domestic companies, and support a reduction in interest rates,
thereby enhancing the overall competitiveness of the banking sector. More-
over, a continued decline in interest rates would be fostered by enhanced cre-
ditor security. Additional benefits would include improvements in the business
environment, increased attractiveness of the country to foreign investors, and,
consequently, an expansion of economic activity as a pivotal driver of overall
national progress. The implementation of these models could also help alle-
viate fiscal pressures at the state level. Greater efficiency of the domestic judi-
ciary, achieved through the streamlined collection of higher-quality evidence
facilitated by these models, would lead to shorter trial durations, a lower inci-
dence of lost cases and compensation claims, and a reduction in other expen-
ditures that place a burden on the public budget.
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Abstract

This study employs Benford’s Law to detect cosmetic earnings management (CEM)
through second-digit rounding anomalies in the reported net incomes of listed firms
across the 27 European Union Member States (EU-27) over the period 2008 to 2018.
Rounding bias, as a form of CEM, involves strategically adjusting financial figures
toward psychologically salient round numbers through small, immaterial modifications.
However, such practices may exploit investors’ and creditors’ decision heuristics. To test
our hypotheses, we analyzed 27,467 earnings observations, separately for profit and loss
earnings numbers. The results reveal significant rounding behaviors in positive earnings,
characterized by an excess of zeros and a shortage of eights as the second digit, consi-
stent with upward rounding practices. Losses, however, show fewer significant anoma-
lies. The study further examines the impact of Audit Regulation 537/2014 by comparing
patterns before and after its implementation. Findings indicate that CEM, particularly
in reported losses, decreased post-regulation, while some rounding tendencies appear
in profits. These results provide evidence of CEM in EU-27 firms and suggest that en-
hanced audit regulations somewhat contribute to reducing CEM.

Keywords: earnings management, rounding up, cognitive biases, Benford’s law, EU countries
JEL Classification: C46, M41

Introduction

Benford’s Law is a mathematical pattern observed in naturally occurring nu-
merical data, where smaller digits appear as the leading digit more frequently
than larger digits (Newcomb, 1881; Benford, 1938). Empirical research broadly
supports the claim that financial data from genuine firms usually conform to
Benford’s Law, while data from manipulated or fraudulent sources tend to
deviate (Nigrini 2012; Durtschi, Hillison & Pacini, 2004). While conformity
to Benford’s Law in a dataset does not guarantee that the data are naturally
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occurring, any deviation from this expected pattern should prompt a degree
of suspicion and further scrutiny (Nigrini, 1996).

In this paper, we focus on the application of Benford’s Law in detecting the preva-
lence of a special type of earnings management, commonly referred to as ‘cosme-
tics earnings management’ (hereafter CEM). This type of earnings management
utilizes cognitive bias by focusing on the left-most digits as the primary anchors
in number perception. The most common illustration of this tendency is related
to pricing phenomena where consumers perceive a price of €1.99 to be signifi-
cantly less than €2.00 (Carslaw, 1988; Thomas, 1989). Since aggregate earnings
are widely regarded as the key measure of a firm’s performance, managers may
have incentives to make small adjustments around important cognitive thres-
holds (i.e., multiples of 10) to shape how users of financial statements perceive
the firm’s success. As argued by Thomas (1989), even slight rounding of earnings
can influence perceptions, so contractual incentives may lead to disproportiona-
tely large changes in perceived profitability and firm value. Contractual provi-
sions such as bonus schemes or debt covenants may encourage managers to en-
gage in CEM to achieve a significant economic effect, especially when the terms
are defined by round numbers (Watts & Zimmerman, 1986).

Empirical studies have consistently demonstrated that reported earnings often
diverge from Benford’s Law, exhibiting an unusually high occurrence of zeros
and lower digits, while showing a notable deficiency of nines and higher di-
gits as the second digit (Carslaw, 1988; Thomas, 1989; Kinnunen & Koskela,
2003; Van Caneghem, 2002; Guan, He & McEldowney, 2008; Jordan, Clark &
Waldron, 2014; Stojanovic & Borovecki, 2015; Lebert, Mohrmann & Stefani,
2021). Our research contributes to the existing literature by providing evidence
of earnings rounding behavior within the EU institutional environment, cove-
ring the period from 2008 to 2018. Additionally, to assess the important regu-
latory impact, the decade of data is segmented into pre- and post-implementa-
tion periods to evaluate how Audit Regulation 537/2014, governing statutory
audits of public-interest entities (PIE), has affected the probability of CEM. Our
analysis indicates that the net income of EU-27 countries reporting a profit re-
veals some characteristics associated with rounding up. Our findings indicate
that CEM, especially for reported losses, declined following the regulation;
while some rounding practices are evident in profits, the overall deviations do
not reach statistical significance at the conventional 5 percent threshold.

In certain aspects, our research aligns with the work of Stojanovic and Boro-
vecki (2015), who utilized Benford’s Law to analyze quarterly earnings reports
from European companies adhering to International Financial Reporting Stan-
dards (IFRS) during the 2004—-2009 period, to detect CEM. They find that roun-
ding behavior is strongest in the first quarter and decreases throughout the year,
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with the fourth quarter showing the weakest evidence of CEM. This pattern
is likely due to stricter audits and regulatory scrutiny at year-end. Nonethe-
less, their study differs from ours in terms of its temporal scope, the compo-
sition of the sample, and regulatory focus. Namely, their study includes coun-
tries outside the EU-27 regulatory framework, such as Switzerland, Norway,
Macedonia, Russia, and Ukraine.

The following section provides a brief literature review and hypotheses de-
velopment. Section three presents methodology, while section four analyzes
the empirical findings. The final section concludes with closing observations.

1. Literature review and hypotheses development

Carslaw (1988) was the first to apply Benford’s Law to detect anomalies in ear-
nings distributions, revealing an unusual surplus of zeros and a lack of nines
as the second digit in positive earnings reported by New Zealand companies.
This pattern suggests that managers round earnings upwards when they are
just below the key reference points denoted by Nx10k. Similar findings were
reported by Thomas (1989), who separately analyzed 69,000 positive earnings
numbers and 11,000 negative earnings numbers of U.S. companies. While the
findings for U.S. firms’ reporting profits align with Carslaw’s results, Thomas
identifies the opposite pattern for losses (i.e., excess of nines and lack of zeros
as second digits). Thomas (1989) argues that managers round reported ear-
nings to influence firm valuation and meet contract benchmarks, because even
small changes can influence heuristically driven investor decisions. Contracts
defined by round figures may further motivate earnings management, especi-
ally near key thresholds.

Niskanen & Keloharju (2000) documented rounding up CEM on a sample of
Finnish companies, but found significantly fewer sixes and sevens as second
digits, while eights and nines showed no anomalies. Their findings suggest
that Finnish companies exaggerate earnings more extensively and do not just
round nines up to zeros. Van Caneghem (2002) found the upward rounding of
reported pre-tax income among U.K. companies and demonstrated that mana-
gers utilize discretionary accruals to achieve this rounding of earnings figures.
Furthermore, Kiunen and Koskela (2003) conducted a comprehensive study
testing for CEM in 18 countries from 1995 to 1999. They find that CEM is a
prevalent international phenomenon, with its likelihood influenced by certain
institutional factors. The countries in their sample with the highest occurrence
of CEM were Spain, Hong Kong, and Singapore, while Norway, the U.K., and
Sweden demonstrated the lowest likelihood. CEM has been documented in
various countries, including Japan (Skousen, Guan, & Wetzel, 2004), Taiwan

25



CONTEMPORARY FORENSIC ACCOUNTING TRENDS IN COMBATING FINANCIAL FRAUD

(Guan, Lin, & Fang, 2008), China (Dang, He, & Sun, 2017), and Germany
(Lebert, Mohrmann, & Stefani, 2021), but some exceptions exist. For example,
Ozar1 and Ocak (2013) analyzed quarterly data from Istanbul Stock Exchange
companies between 2005 and 2010 and found no evidence of CEM.

In the European context, the most extensive study on CEM was conducted by
Stojanovic and Borovecki (2015). Using a sample of European companies re-
porting under IFRS, they find a pronounced tendency of companies to engage
in CEM. However, they find some regional differences. Profit-related CEM is
prevalent in Nordic countries, while CEM related to losses is more commonly
observed in Eastern Europe. Western European countries tend to display both
profits rounding up and losses rounding down CEM patterns. In this study, we
reinvestigate the patterns of CEM in European countries by focusing on listed
companies in the EU-27 countries. Based on prior literature and findings, we
set the following hypothesis:

H1: There will be an abnormally higher (lower) than expected occurrence of
low (high) digits in the second position for reported earnings.

Furthermore, prior studies provide evidence that significant accounting and
auditing regulatory changes can change the likelihood of CEM. For example,
after the SOX implementation in 2002, several studies tested for CEM and
found evidence of CEM in pre-SOX samples but little to no manipulation after
SOX, indicating SOX largely deterred this behavior (e.g., Aono & Guan, 2008;
Jordan & Clark, 2011). Since our research period encompasses the introduc-
tion of important audit regulation that pertains to enhancements in PIE statu-
tory audits (Audit Regulation 537/2014), we divided our sample into pre- and
post-regulation periods to examine the potential impact on CEM. Accordingly,
that set the following hypothesis:

H2: The likelihood of CEM has decreased after the introduction of the Audit
Regulation in 2014.

2. Methodology

CEM studies typically apply Benford’s Law as the standard for predicting the
frequency distribution of certain digits within numbers. The distribution was
originally identified independently by American astronomer Steven Newcomb
(1881) and American physicist Frank Benford (1938), who examined various
datasets including lengths of rivers, population sizes, home addresses, and
atomic weights of elements. Although Newcomb was on the trail of an intri-
guing pattern, he did not provide a thorough theoretical explanation or robust
empirical verification like Benford. As a result, his discovery remained largely
unnoticed for nearly fifty years (Durtschi, Hillison & Pacini, 2011). Drawing
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on this extensive empirical evidence, Benford formulated explicit mathema-
tical expressions to calculate the probability of each digit appearing in various
numerical positions. The overall expected probability of D, as the second-
from-left-most digit can be determined using the following formula (Nigrini
& Mittermaier, 1997: 54):

9 1
Prob (D =dy) =), logp (I +——)  d2 € {0,1,.., 9}
di=1 didy
The expected occurrence of digits decreases from zero to nine, meaning that
numbers are more likely to have zero as their second digit than nine.

Benford’s Law can be applied in many situations, but it does not hold for every
set of numbers. Benford’s Law does not apply to numbers generated sequen-
tially or by specific algorithms, like postal codes, bank accounts, or invoice
numbers. It also excludes numeric identifiers used as labels, data with fixed li-
mits, and numbers manipulated to achieve psychological or marketing effects.
Benford’s law has been found to apply to those sets of data that are second-
generation distributions or data that are composed of numbers from different
sources (Hill, 1995). Accounting data tend to follow Benford’s Law because
such data often span several orders of magnitude and arise from combinations
of numbers like quantities multiplied by prices. Hill (1998) explains that the use
of Benford’s Law reflects the natural logarithmic distribution of digits in data
sets where values are not arbitrarily assigned or constrained but come from
real-world, cumulative processes. Therefore, for Benford’s Law to be effective
and conclusions reliable, two key assumptions must be met: (1) the genuine
data should conform to Benford’s distribution, and (2) any manipulated data
should deviate from this pattern.

Conformity with Benford’s law can be tested using different criteria and sta-
tistical tests (Nigrini, 2012). To validate the observed frequency of digits in
our dataset against the predicted frequency according to Benford’s Law, we
applied the Z-statistic, the Chi-square (2), and the Mean Absolute Deviation
(MAD). The Z-statistic tests whether individual digits significantly deviate
from expected frequencies, considering sample size and expected proportions.
The Chi-square tests the statistical significance of the whole distribution. High
Chi-square values for different digits are typically associated with high Z-sta-
tistics, and vice versa. However, both Z-statistics and Chi-square test suffer
from the excess power problem. Therefore, we also use MAD. MAD, which
is favored by Nigrini (2012: 158), measures the average absolute deviation of
observed proportions from expected ones and is less sensitive to sample size.
However, there are no objective critical scores for the MAD test. Instead,
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Nigrini (2012), based on experience, proposed critical MAD values to reach

9% ¢

conformity conclusions defined as “close conformity”, “acceptable confor-

99 e

mity”, “marginally acceptable conformity”, and “nonconformity”.
3. Findings
3.1. The patterns of CEM in the EU-27

To test our hypotheses, we used unscaled net income figures of EU-27 listed
companies from the Bureau van Dijk’s Orbis database, covering the period 2008
to 2018. The initial sample included 42,141 firm-years observations. However,
the final sample was reduced to 27,467 firm-year observations after dropping
observations without information on net income and those with net income less
than 10€. The remaining sample is further split into 19,638 (71.50%) positive
net income observations (profits) and 7,829 (28.50%) negative net income ob-
servations (losses). This separation is important because manipulation patterns
can differ depending on whether firms round up earnings just below the Nx10k
reference point (where the second digit from the left is a nine) or report earnings
slightly above such thresholds (where the second digit from the left is a zero).

The distribution of the second digits for positive and negative net income num-
bers is presented in Figure 1.

Figure 1: Distribution of the second digits in profits and losses
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Source: Author's research
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Visual inspection of the observed digits distribution represented as bars against the
expected digit distribution represented by a line indicates some deviations for both
profit and loss observations. To test whether observed frequencies deviate from the
expected distribution, we calculated Z-statistics (untabulated) for each digit and
presented their p-values in the last columns of Tables 1 and 2. Namely, we expect
abnormally higher (lower) than expected occurrence of low (high) digits in the
second position for positive net income numbers (negative net income numbers).
Table 1 presents the results of digital analysis for positive net income numbers.

Table 1: Second digit distribution of positive earnings

Somd | com | e, | Tt pm e
0 2461 12.532 11.968 0.564 0.016
1 2296 11.692 11.389 0.303 0.181
2 2170 11.050 10.882 0.168 0.450
3 2017 10.271 10.433 -0.162 0.469
4 1944 9.899 10.031 -0.132 0.545
5 1861 9.477 9.668 -0.191 0.372
6 1858 9.461 9.337 0.124 0.548
7 1827 9.303 9.035 0.268 0.191
8 1600 8.147 8.757 -0.610 0.002
9 1604 8.168 8.500 -0.332 0.096

MAD=0.285

Total 19638 100.000 100.000 1= 21.644, p-value=0.01

Source: Author's research

The results align with expectations, showing a significant surplus of zeros
(Diff=0.56 percent, z =2.42, p = 0.016) followed by a significant lack of eights
(Diff= - 0.61 percent) and nines (Diff= - 0.33 percent). However, deviation for
eights is highly significant at the 1 percent level (z = 3.01, p = 0.002), whereas the
deviation for nines is only marginally significant (z = 1.66, p = 0.096). The obta-
ined results show that sample companies tend to round up net profits by increasing
the first digit by one when they are faced with an eight or a nine as the second-
from-left-most digit. Observed patterns are consistent with rounding behavior.

The overall tests of the conformity to Benford’s Law show different results.
While the MAD of 0.29 percent indicates “close conformity” (falling within
the 0.00 to 0.80 percent range), the Chi-square statistic indicates a significant
deviation from the expected distribution (y*= 21.64, p-value= 0.01). This indi-
cates that while individual digit deviations might appear subtle, the overall digit
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distribution significantly departs from the expected distribution, supporting the
presence of CEM through rounding.

Table 2 presents the frequencies of second digits in reported loss numbers and
corresponding deviations from Benford’s Law.

Table 2: Second digit distribution of negative earnings

Somd | com | o, | P pim pae
0 971 12.403 11.968 0.435 0.236
1 898 11.470 11.389 0.081 0.817
2 788 10.065 10.882 -0.817 0.020
3 760 9.707 10.433 -0.725 0.037
4 788 10.065 10.031 0.034 0.910
5 785 10.027 9.668 0.359 0.284
6 720 9.197 9.337 -0.141 0.683
7 693 8.852 9.035 -0.183 0.595
8 726 9.273 8.757 0.516 0.110
9 700 8.941 8.500 0.441 0.162

MAD=0.373

Total 7829 100.000 100.000 2= 15.721, p-value=0.07

Source: Author's research

The digital analysis of reported losses (Table 2) shows a significant shortage of
the digits two (Diff. = -0.82 percent, z = 2.33, p = 0.020) and three (Diff=-0.73
percent, z = 2.09, p = 0.037). However, no significant surplus of higher digits
was detected, indicating no clear loss-related pattern of CEM.

The MAD value of 0.37 again suggests close conformity to the expected digit distri-
bution. However, the Chi-square test is now only marginally significant, so neither
of the applied test statistics strongly supports the presence of CEM for negative
net income numbers. Overall, the results provide evidence supporting hypothesis
H1 for profit figures, whereas no evidence of CEM is found for reported losses.

3.2. The effect of Audit Regulation on CEM prevalence

To test our second hypothesis, we divided the sample of 27,467 net income ob-
servations into two groups: those from periods before 2015 (n = 15,351; 55.89
percent) and those from 2015 and later (n = 12,116; 44.11 percent) to account
for the effect of Audit Regulation 537/2014.
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Tables 3 and 4 present the results for the pre-implementation period separately
for profits and losses following the analysis from the previous section.

Table 3: Pre-implementation period - positive earnings

Second Percent Percent

digit Count | pserved expected Difit pEITe
0 1326 12.341 11.968 0.373 0.235
1 1269 11.810 11.389 0.421 0.172
2 1160 10.796 10.882 -0.086 0.792
3 1145 10.656 10.433 0.223 0.449
4 1056 9.828 10.031 -0.203 0.500
5 1011 9.409 9.668 -0.259 0.369
6 1018 9.474 9.337 0.137 0.619
7 1003 9.335 9.035 0.299 0.281
8 883 8.218 8.757 -0.539 0.048
9 874 8.134 8.500 -0.366 0.177

MAD=0.291

Total 10745 100.000 100.000 = 11.232, p-value=0.260

Source: Author's research

Table 4: Pre-implementation period - negative earnings

Second Percent Percent

digit Lot | e expected 2 I
0 577 12.527 11.968 0.559 0.247
1 496 10.769 11.389 -0.620 0.194
2 436 9.466 10.882 -1.416 0.002
3 450 9.770 10.433 -0.663 0.148
4 464 10.074 10.031 0.043 0.922
5 462 10.030 9.668 0.363 0.397
6 438 9.509 9.337 0.172 0.685
7 421 9.140 9.035 0.105 0.797
8 437 9.488 8.757 0.731 0.081
9 425 9.227 8.500 0.727 0.081

MAD= 0.540
2= 19.703, p-value=0.020

Source: Author's research

Total 4606 100.000 100.000
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The results from Table 3 show that for the period before the Audit Regulation,
positive net income figures largely conform to Benford’s Law, with only a si-
gnificant shortage of the digit eight. However, there is no strong evidence of
rounding up behavior.

For negative net income figures (Table 4), more pronounced deviations exist,
with a significant shortage of the digit two and a marginally significant excess
of digits eight and nine. The excess of digits eight and nine offsets the shor-
tage of digit two. Finally, given that the Chi-statistics indicates an overall si-
gnificant deviation from Benford’s Law, this indicates a stronger tendency for
CEM in loss reporting before the regulatory changes.

Table 5: Post-implementation period - positive earnings

Somd | com | b | Tl pin pae
0 1135 12.763 11.968 0.795 0.022
1 1027 11.548 11.389 0.159 0.628
2 1010 11.357 10.882 0.475 0.153
3 872 9.805 10.433 -0.627 0.054
4 888 9.985 10.031 -0.045 0.902
5 850 9.558 9.668 -0.110 0.747
6 840 9.446 9.337 0.108 0.716
7 824 9.266 9.035 0.231 0.448
8 717 8.063 8.757 -0.694 0.020
9 730 8.209 8.500 -0.291 0.332

MAD=0.354
= 16.642, p-value=0.055

Source: Author's research

Total 8893 100.000 100.000

Table 6: Post-implementation period - negative earnings

et SO gined | epesed | DI prvale
0 394 12.225 11.968 0.257 0.645
1 402 12.473 11.389 1.084 0.056
2 352 10.922 10.882 0.039 0.932
3 310 9.618 10.433 -0.815 0.134
4 324 10.053 10.031 0.022 0.953
5 323 10.022 9.668 0.354 0.493
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6 282 8.750 9.337 -0.588 0.263
7 272 8.439 9.035 -0.596 0.256
8 289 8.967 8.757 0.210 0.663
9 275 8.532 8.500 0.033 0.950
MAD=0.400

Total 3223 100.000 100.000 2= 8.601, p-value=0.475

Source: Author's research

After the introduction of Audit Regulation, positive net income digits show
some rounding patterns, particularly the significant surplus of zeros and shor-
tage of eights as the second digit, although the overall conformity to Benford's
Law remains close with marginally significant Chi-square values (Table 5). For
negative net income values (Table 6), the pattern of digit distribution no longer
shows significant deviations, indicating an absence of apparent CEM behavior
post-regulation. Overall, the results suggest that the regulatory changes may
have reduced CEM behaviors, especially concerning losses, while some ro-
unding behaviors appear in profits with more statistical strength and impact
than before the regulation.

Conclusion

This study contributes to the literature on earnings management by applying
Benford’s Law to identify second-digit rounding patterns in the net income fi-
gures of listed firms within the EU-27. The findings reveal that firms reporting
profits exhibit significant rounding behaviors, such as excess zeros and shor-
tages of eighths as the second digit, consistent with previous research on roun-
ding-up practices. For losses, deviations from Benford’s Law are less prono-
unced and largely confined to the pre-implementation period of Audit Regulation
537/2014, after which evidence of CEM in losses diminishes.

However, the study has certain limitations. The analysis is confined to net in-
come figures reported by publicly listed companies in the EU-27, limiting the
generalizability of the findings to other accounting measures, private firms, or
different geographic contexts. Additionally, while Benford’s Law is a powerful
indicator of anomalies, it cannot definitively prove manipulation, and devia-
tions may occasionally arise from legitimate business or reporting practices.
Future research could extend these findings by incorporating additional acco-
unting metrics, exploring firm-level or sector-specific factors influencing CEM,
and combining Benford-based analysis with other forensic accounting tech-
niques for more robust detection.
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Overall, this study advances understanding of CEM dynamics in the EU and
highlights the continued need for vigilant regulatory frameworks and analytical
tools to safeguard financial transparency and integrity.
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Abstract

Robust system of internal control tends to provide companies with reasonable assu-
rance that their activities, processes and decisions are aligned with their goals re-
garding reliable reporting, efficient and effective operations and compliance with
relevant laws and regulations. The importance of internal control is increasingly re-
cognized over the past few decades due to a number of financial scandals which re-
vealed that companies did not pay sufficient attention to internal control. This also
provoked reaction of regulators around the globe requiring management and in some
cases auditors to address internal control to a greater extent. These regulatory efforts
together with heightened engagement of companies aim to enhance capabilities of in-
ternal control in practice. However, establishing and maintaining an effective system
of internal control is a demanding task.

This paper is focused on the fraud protection as one of particular benefits that system
of internal control could bring to companies. Precisely, in this study we shed light
on the anti-fraud internal control in companies conducting their business in Serbia.
The insight is provided through the lens of external auditors, who are perceived as
knowledgeable as well as independent and competent respondents. The research un-
covers both strength and deficiencies in some particular components of the system
of internal control. It also shows main obstacles in developing internal control and
current achievements of internal controls in preventing and detecting frauds. Based
on the survey findings, we conclude the paper with some key implications relevant to
management as well as to internal and external auditors.

Key words: internal control, COSO, fraud, fraud prevention, fraud detection, external
auditors

JEL Classification: M42, K13, K42

Introduction

In the contemporary business environment, companies are exposed to a broad
spectrum of risks that may affect their business. A landscape marked by
dynamic changes presents new challenges and companies are expected to re-
main constantly vigilant in order to preserve their stability and reputation.
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One risk that is common to all companies, no matter their industry, location
or other specific characteristics, is fraud. With the aim of protecting themse-
lves, companies implement a variety of mechanisms aimed at both preventing
and detecting fraud, with the system of internal control (SIC) holding one of
the central positions.

Internal control (IC), as defined by the COSO framework, is a process desi-
gned, implemented and maintained by an entity’s board of directors, manage-
ment and other personnel, to provide reasonable assurance regarding the achie-
vement of an entity’s objectives relating to the reliability of financial reporting,
the effectiveness and efficiency of operations, and compliance with applicable
laws and regulations (COSO, 2013). However, the significance of IC extends
beyond merely fulfilling these objectives. An effective SIC can exert a strong
deterrent effect against attempted fraud while also facilitating its timely pre-
vention and detection.

Many academic studies and expert reports provide empirical evidence that
companies with internal control deficiencies experience unfavorable economic
consequences, such as higher cost of debt, decrease in profitability, investor re-
straint (Park et al., 2016; Kuhn et al., 2013; Church & Schneider, 2016), inclu-
ding incidences of fraud (Donelson et. al, 2016; Nawawi & Salin, 2018; Za-
karia et. al, 2016; ACFE, 2024). On the other side, quality IC leads to better
corporate financial and operating performance (Imoniana et. al, 2016; Schne-
ider & Church, 2008; Sun, 2016). In their review of accounting literature on
IC, Chalmers, Hay & Khlif (2019) conclude that quality of IC influences the
decisions of stakeholders, who increasingly require companies to implement
higher standards on IC. However, the frequency of IC deficiencies suggests
that designing and operating SIC is not a simple task. Chalmers et. al (2019)
encourage future research on IC in developed and developing countries, but
notice that the latter has still remained with a relatively small number of stu-
dies. In this paper, we address such call for research on IC and contribute to
a better understanding of strengths and weaknesses of SIC in companies in
Serbia, with particular focus on anti-fraud IC. By studying external auditors’
perceptions, we inform research and practice about the effectiveness of IC, as
a whole and by its components, in preventing and detecting fraud as well as
provide insight in areas of improvements in case of Serbia.

This paper is organized as follows. The first section reviews relevant literature
and develops research questions. Thereafter, we describe research methodo-
logy. The subsequent section presents the study results, followed by analysis
and discussion. Finally, the concluding section highlights the most important
remarks of the study.
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1. Literature review and research questions

The role of IC in preventing and detecting financial fraud has been recognized
for a long time. Imoniana et. al (2016) explore different mechanisms useful to
mitigate corporate fraud and find IC as a very effective one for all three types
of financial fraud — asset misappropriation, corruption and financial report
fraud. Using a case study approach, Zakaria et al. (2016) and Nawawi et al.
(2018) show that IC weaknesses were major factors contributing for asset mi-
sappropriation to be committed. Consequently, improvement of IC is seen as
an effective way to hinder fraudulent practices.

Similarly, IC is recognized as the first line of defense against fraudulent fi-
nancial reporting. Back in 1987, in the Treadway Commission’s final report,
one of recommendations referred to IC which was perceived as necessary
to reduce the incidence of financial report fraud (National Commission on
Fraudulent Financial Reporting, 1987). Then it has been already understood
that IC is a broader concept than just accounting controls, which was con-
ceptualized later in the comprehensive COSO framework of internal con-
trol (COSO, 1992). The COSO framework is the most prevalent approach
to IC among companies around the globe and it is well suited to support
anti-fraud efforts in companies. However, legislators and regulatory bodies
also have shown keen interest in IC. One of the most prominent examples,
the Sarbanes-Oxley Act (SOX) enacted in the light of numerous financial
scandals at the beginning of the 21st century in the US, emphasized the
role of IC through Sections 302 and 404. Section 302 requires the chief
executive officer or chief financial officer to establish and maintain IC and
mandates quarterly reports on the results of the assessment of IC effective-
ness, including significant identified deficiencies. Section 404 goes a step
further by requiring that these assessments be audited annually by external
auditors. Accordingly, Bedard, Hoitash R. and Hoitash U. (2009) argued
that the obligation imposed by Section 302 alone is insufficient to motivate
management to improve internal controls. Empirical research by these aut-
hors showed that greater involvement of external auditors, especially in the
fourth quarter, is positively correlated with the rate of reported IC deficiencies.
Donelson et. al (2016) examine companies with disclosed material IC wea-
knesses and find a strong association with future fraud revelation.

The Report to the Nations, periodically published by the Association of Cer-
tified Fraud Examiners, provides strong empirical support that deficiencies in
IC make fertile ground for fraud. According to the 2024 edition, as many as
32 percent of fraud cases occurred due to the lack of IC, while in 19 percent
of cases existing controls were overridden (ACFE, 2024). After fraud was de-
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tected, over 80 percent of affected organizations recognized the reinforcement
of control mechanisms as a primary corrective measure, with 27 percent of
implemented changes to SIC being rated as highly effective in preventing si-
milar fraud in the future. An empirical study by Moyes, Young, and Din (2013),
based on auditors’ views, further confirms the importance of IC in this context.
Specifically, their findings show that external auditors often identify weakne-
sses in SIC, such as inadequate segregation of duties, deficiencies in accoun-
ting and information systems and the dominance of a single individual within
the governance structure, as factors that create a favorable environment for
perpetrating fraud. This is in line with fraud triangle theory, which links in-
cidence of fraud with three factors: pressure, opportunity and rationalization.
Internal controls are particularly linked to the opportunity component, since
weaknesses in IC open the door to fraud, but poor control environment as part
of IC could also contribute to wrong incentives and improper justification of
fraudulent behavior.

Considering the importance of IC in preventing and detecting frauds, but also
challenges in its establishment and maintenance, this study aims to reveal the
current state of anti-fraud controls in companies conducting their business in
Serbia. As an emerging market with still undeveloped business practices in
many areas, Serbia is an interesting setting for studying companies’ IC. Alt-
hough some broader efforts exist to raise awareness of IC and prompt its im-
plementation in the Serbian environment, there is a need for empirical rese-
arch of current practices in companies with regard to IC. Such study could
illuminate some common issues and help focusing management and auditors
on deficient areas.

At first, we intend to explore fraud prevention and detection performance of
the SIC as a whole. Such research could confirm the effectiveness of IC or
warn of its unsatisfactory level. Consequently, we formulate the following re-
search question:

RQI1: How effective is the system of internal control in companies in Serbia
with regard to the prevention and detection of fraud?

However, in order to get deeper insight into those aspects of IC that are well
developed and those which could be weak and need improvement, we further
employ the analytical approach of the COSO framework with five compo-
nents. Each of these components is of great importance and contributes to
anti-fraud efforts. The control environment sets the tone at the top. In other
words, those responsible for corporate governance and management should
send a clear message to employees about the importance of ethical behavior,
directly influencing rationalization as a fraud risk factor, since employees
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become less prone to justify fraudulent conduct. Conversely, according to
Hermanson, Smith and Stephens (2012), a lax attitude toward companies’
politics and procedures can create a favorable environment for fraud. Within
the risk assessment process, it is desirable for companies to specifically con-
sider fraud risk, which impacts the design of other system elements, prima-
rily control activities. This approach reduces opportunities for committing
fraud and accelerates its detection. However, without an efficient informa-
tion and communication system, even the strongest control mechanisms may
not be sufficient. The tone at the top could be spread throughout the com-
pany through well-established communication channels, ensuring that all em-
ployees are aware of their responsibilities. Finally, despite the benefits that
companies derive from a robust SIC, monitoring remains an essential part
of ensuring continuous adaptation to changing conditions and timely detec-
tion and correction of deficiencies. In 2023, COSO & ACFE developed five
fraud risk management principles which are linked with five components
of IC framed by COSO and in that way they provide valuable approach to
companies in building IC capable of fighting fraud in an integrated manner
(COSO & ACFE, 2023).

Prior research addresses the relative importance of IC components and their im-
pact on combating fraud. The study conducted by O’Leary, Iselin and Sharma
(2006a) aimed to determine which elements practitioners consider most critical
in the evaluation of ICs. The control environment took first place, particularly
the quality of management. The accounting and information system ranked
second, followed by control activities in third place. In addition to the afore-
mentioned study, the authors conducted an experimental study involving 94
external auditors. The results once again highlighted the control environment
as the most significant element of the internal control system, as weaknesses
in this component had a notable impact on the evaluation of the remaining
elements, and consequently the entire system (2006b). This effect was not ob-
served with the other elements. It is important to note that at the time these
studies were conducted, the SIC in Australia comprised only three elements.
Based on the opinions of approximately 500 internal auditors in North America,
Hermanson et al. (2012) analyzed the strength of ICs across various compa-
nies. Authors focused on the control environment, the risk assessment pro-
cess and monitoring as key components for improving the quality of financial
reporting. Interestingly, although the overall results suggest that respondents
perceive most controls as relatively strong, the control environment received
the lowest rating due to an inadequate tone at the top. Unfortunately, some
other studies in different settings assess effectiveness of IC as fairly low. Zheng
(2016), analyzing a sample of small and medium-sized enterprises in China,

41



CONTEMPORARY FORENSIC ACCOUNTING TRENDS IN COMBATING FINANCIAL FRAUD

revealed that ICs in many of these firms are often only a formality, with si-
gnificant weaknesses throughout all components of the system.

In this paper we want to shed light on IC components in companies in Serbia.
It could be beneficial for managers and auditors to get such insight and de-
vote attention to areas of potential weaknesses. To study the effectiveness of
IC components, we formulate the following research question:

RQ2: What are the strengths and weaknesses of the anti-fraud internal con-
trols in companies in Serbia?

Although the need for IC has become particularly notable over the past few
decades, Hackett and Mobley (1976), in their analysis of the historical deve-
lopment of IC, emphasize that the generation of early profits called for some
level of control to mitigate fraud risks. Despite the increasing contribution of
IC to corporate operations, auditors largely marginalized them in their prac-
tice until the growing scale and complexity of business activities led to the
recognition of their impact on the scope of audit testing. However, nowadays
the consideration of IC serves as an indispensable element of the external
audit process.

In the scope of external audit, consideration of IC includes special focus on anti-
fraud ICs. It is in line with the fact that auditing standards recognize auditor’s
responsibilities relating to fraud. These responsibilities are not new, but con-
cerns about fraudulent financial statements have constantly led to more strin-
gent professional regulations. Specifically, International Standard on Auditing
240 (ISA 240) The auditor’s responsibilities relating to fraud in an audit of fi-
nancial statements has been recently revised and a new version becomes effec-
tive on or after December 15, 2026. It introduces more explicit requirements
than its previous version regarding the identification and assessment of rele-
vant controls designed to prevent or detect fraud, particularly those related to
revenue manipulation, unusual transactions, and the potential for management
override of internal controls. To be precise, auditors are required to assess the
design and operating effectiveness of such controls while applying professional
skepticism and a fraud-lens approach, meaning that auditors evaluate all con-
trols through the prism of potential fraud. Moreover, the advantage of revised
standard also lies in its recognition of varying entity complexities, requiring
auditors of smaller entities to consider informal controls in situations where
formal mechanisms have not been established.

This insight into ICs, and particular anti-fraud ICs, among a wide range of
companies, underscores the crucial importance of auditors” perspectives for
the purpose of evaluating effectiveness of internal control in mitigating fraud,
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which is the main theme of the research in this paper. Additionally, we want
to explore to what extent external auditors contribute to the improvement of
the SIC of their client companies. It depends on auditors’ capabilities to iden-
tify and communicate deficiencies in IC, but also on the readiness of compa-
nies’ management to correct deficiencies. Hence, we pose our third research
question in the following manner:

RQ3: Is external auditing instrumental in the improvement of companies’ systems
of anti-fraud internal control?

By addressing the research questions, we aim to contribute to the academic
literature and inform practice by shedding light on the state of anti-fraud in-
ternal controls in companies in Serbia. We complete our analysis regarding
ICs by providing evidence for the role of external auditing in improvement of
audit clients’ systems of anti-fraud internal control.

2. Research design

In order to address research questions, we rely on the survey of external audi-
tors with regard to their experience with ICs in companies in Serbia. According
to Hermanson et al. (2012), using survey as research method should be encou-
raged in the context of IC, especially due to the fact that detailed information
about IC and particularly about specific components of IC is commonly not
publicly available. Chalmers et al. (2019) also emphasize that survey metho-
dology is widely used in IC research, especially in emerging countries where
there is a lack of mandatory IC disclosures similar to SOX in the US. In this
paper, external auditors are chosen as relevant respondents for two main re-
asons. First, they are informed and competent to provide insight into com-
panies’ ICs, since they consider the ICs of their audit clients during perfor-
ming external audits. Specifically, professional standards on auditing require
external auditors to obtain an understanding of client’s SIC, including all
five components promoted by COSO framework, as well as to assess ICs in
their process of risk assessment. Furthermore, they perform tests of controls
and communicate significant deficiencies in IC to those charged with gover-
nance. Second, external auditors are independent from their clients, which
gives them an advantage over companies’ internal staff as respondents, since
the latter might be biased to provide a better picture of their companies or
their own work. External auditors are not exposed to such bias nor have in-
centives to give “sound good” answers. We also encourage honest answers
by assuring anonymity.

Responses were collected during July and August 2025, using a web-based Go-
ogle Forms survey tool in Google Drive. The email invitation to participate in
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the study was sent directly from authors to auditors and audit firms they coope-
rate with as well as by the Chamber of Authorized Auditors of Serbia. Given that
this method of collecting responses was used, it is not possible to determine the
response rate to the survey. The final number of auditors who filled out the que-
stionnaire is 40.

Participants were informed that the objective of the survey was to obtain their
experiences with audit clients’ anti-fraud ICs, and hence there are no right or
wrong answers. The first part of the questionnaire deals with demographic
data. As shown in Table 1, the majority of respondents (55 percent) have more
than 5 years of auditing experience, while almost one third of all respondents
(30 percent) have experience of more than ten years. The vast majority of res-
pondents (85 percent) are in senior positions. However, over one third of them
(37.5 percent) are managers or partners. The participants worked dominantly
in international or regional audit firms (75 percent), while those employed by
Big 4 audit firms represent 55 percent of all respondents. Threequarters of all
respondents are mainly engaged in auditing of entities in non-financial sectors.

Table 1: Survey respondents and their firms

Years of experience in external auditing

More than 10 years 12 (30%)

5 to 10 years 10 (25%)

Less than 5 years 18 (45%)
Job title

Partner 5 (12.5%)

Manager 10 (25.0%)

Senior Auditor 19 (47.5%)

Junior Auditor 6 (15.0%)
Type of audit firm

Big 4 22 (55.0%)

Other international or regional audit firm 8 (20.0%)

Domestic audit firm 10 (25.0%)
Industry

Financial industry 10 (25.0%)

Non-financial industry 30 (75.0%)

Source: Authors” presentation
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The questionnaire is further designed to cover determined research questions.
Respondents had to provide answers to all questions, because it was technically
impossible to return an incomplete questionnaire. We used different types of
questions, but mostly employed a five-point Likert Scale. In order to avoid cen-
tral tendency bias, we asked respondents not to follow the rule of giving neu-
tral (,,middle”) option, nor to give “socially desirable” answers.

The survey first requested that the respondents rate the system of internal con-
trol as a whole along several dimensions (e.g., fraud prevention, fraud detec-
tion). Afterwards, the questionnaire includes 16 statements that relate to con-
stituent elements of each of five components of the SIC. All statements were
formulated favorably (e.g., “Management consistently demonstrates commi-
tment to integrity and ethical values”) and respondents evaluated the strength
of these IC elements on a scale from 1 to 5. The last part of the questionnaire
addresses external auditors’ perceptions about their contribution to efforts in
improving internal control. Some obstacles to the development of companies’
anti-fraud ICs in Serbia are also tested with external auditors. Through an open-
ended question, external auditors shared their views of issues and recommen-
dations for companies in Serbia.

3. Results and discussion

As already highlighted, the first set of survey questions was designed to assess
external auditors” evaluation of the effectiveness of existing ICs in compa-
nies in preventing and detecting frauds. The results indicate that auditors per-
ceive ICs as moderately effective in both observed aspects, with mean scores
of 3.45 for fraud prevention and 3.38 for fraud detection. The responses were
also analyzed according to different categories — the type of audit firm and job
title. The aim of this was to determine whether there are statistically signifi-
cant differences among the respondent groups. For this purpose, the Kruskal-
Wallis test was used, as it represents a nonparametric alternative to one-way
analysis of variance (ANOVA). This test was chosen because the data collected
through Likert scale are ordinal and the relatively small sample size compro-
mise the assumptions of normal distribution.

In this context, we explored whether auditors” attitudes differ depending
on the type of audit firm in which they are employed. The rationale for this
analysis stems from the argument of Bedard et al. (2009), who claim that
larger audit firms tend to serve higher-quality clients. Accordingly, it may
be expected that clients of larger audit firms have more robust ICs, which
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could shape auditors” perceptions of their effectiveness. Contrary to this
expectation, the results of the Kruskal-Wallis test in our study provide no
evidence of statistically significant differences across groups. This finding
indicates that auditors, regardless of the type of firm in which they are em-
ployed, share a similar perception of the effectiveness of ICs in both ob-
served dimensions. On the other hand, when examining differences in the
perceived effectiveness of ICs according to respondents” positions within the
audit firm, the results indicate the existence of statistically significant va-
riation. The Kruskal-Wallis test shows that auditors’ responses differ signi-
ficantly with respect to both, fraud prevention (p = 0.017) and fraud detec-
tion (p = 0.025). As presented in Table 2, partners on average assign lower
effectiveness scores to ICs across both dimensions compared to other res-
pondents, suggesting that perceptions of control effectiveness are influenced
by the hierarchical level auditors occupy within the audit firm.

Table 2: Assessment of ICs effectiveness by auditors” position

Mean
Job title Effectiveness of ICs Effectiveness of ICs
in preventing frauds in detecting frauds
Partner 2.80 2.80
Manager 3.30 3.10
Senior 3.53 3.47
Junior 4.00 4.00

Source: Authors’ presentation

To further evaluate the practical role of IC in fraud prevention and detec-
tion, respondents were asked two additional questions. The first question
concerned whether they had ever been informed that an attempted fraud
had been prevented due to the functioning of IC. Out of 40 respondents, 17
(42.5 percent) answered positively, while the remainder reported having no
such knowledge. The second question asked whether they had been ever in-
formed that IC had contributed to the detection of fraud, with 22 respondents
(55 percent) responding positively. These results are illustrated in Figure 1.
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Figure 1: Auditors’ responses on receiving information
that ICs prevented or detected fraud

55.0% 57.5%

I I I I
Yes No

m [Cs prevented fraud ®ICs detected fraud

Source: Authors” presentation

It should be noted that these responses do not necessarily imply that the controls
are ineffective. It is possible that, for some clients, no fraud attempts occurred,
meaning that the controls were not tested in this regard. Additionally, external
auditors receive such information indirectly, which further limits the ability to
fully assess the controls” contribution. Therefore, these findings should be re-
garded as encouraging, as they demonstrate that SIC can play a role in suppor-
ting fraud prevention and detection.

Considering the variation in client size, it was important to assess the extent
to which respondents perceive large companies as having more robust SIC for
fraud prevention and detection compared to smaller companies. The results in-
dicate that 90 percent of respondents agreed with this statement (mean = 4.37).
This finding aligns with the study by Doyle, Ge and McVay (2007), who found
that material weaknesses in SIC are more likely in smaller firms, which often
face challenges in maintaining a strong control environment. Similarly, Kris-
hnan and Peytcheva (2017), examining whether the risk of fraud is higher in
family firms compared to non-family firms, note that family firms generally
have weaker ICs, making them more exposed to fraud.

Before proceeding to a detailed analysis of the strength of individual con-
trol elements, respondents were asked to rank components of SIC based
on their perceived importance in fraud prevention and detection. A large
number of respondents identified the control environment as the primary
element in preventing fraud, followed by control activities. The importance
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of these elements in fraud prevention has also been highlighted by Ghanem
and Awad (2023). However, when considering only the responses of par-
tners, a slightly different ranking emerges. Partners perceive the risk asse-
ssment process as more important for fraud prevention than control activi-
ties. This perspective can be explained by their strategic viewpoint, which
emphasizes proactively identifying high-risk areas before applying control
activities. These results again confirm that respondents” perception may
vary depending on hierarchical position and, consequently, their respon-
sibilities within the audit process. Regarding the perceived role of indivi-
dual elements in fraud detection, most respondents ranked monitoring as
the most important element, followed by control activities and information
and communication in second and third place, respectively.

By analyzing respondents” level of agreement with 16 statements related
to elements of the SIC, we drew conclusions regarding the strength of both
individual components and the system as a whole. All 16 statements were
grouped according to respective components and the results are presented
in Table 3. The overall mean score of the system (3.50) indicates that the
system is neither weak nor sufficiently strong to fully prevent and detect
fraud. Moreover, when examining these ratings by hierarchical position,
partners perceive systems as weaker compared to other respondents (mean
= 3.17). This is consistent with Wehrhahn and Velte (2024) who argue that
more experienced and competent auditors are more likely to identify we-
aknesses in ICs. Also, these findings may help explain the differences ob-
served earlier regarding auditors” perceptions of IC effectiveness in fraud
prevention and detection.

Table 3: Auditors’ assessments of IC components

Components Mean Std. Deviation
Control environment 3.29 0.5175
Risk assessment 3.11 0.6840
Control activities 3.79 0.6143
Information and communication 3.80 0.7230
Monitoring activities 3.49 0.7182
System of internal control 3.50 0.5213

Source: Authors” presentation
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Given the differences observed in mean scores among individual compo-
nents, it is useful to establish gradations that highlight which components are
stronger and which are weaker. The lowest ranked component of SIC is the
risk assessment and the item that contributes most to this assessment relates
to low consideration of fraud risk factors (mean = 2.97; 37.5 percent of res-
pondents rated this item 1 or 2). Similar results were reported by Hermanson
et al. (2012), where around 20 percent of respondents noted that companies do
not consider all three fraud risk factors during risk assessment. Although no
statistically significant differences were observed based on audit firm type, it
is notable that respondents from domestic audit firms assigned a slightly lower
mean score (2.60) compared to other firm types. This may be partly expla-
ined by the client portfolios of domestic firms, which are primarily oriented
toward smaller clients. The second weakest component is the control envi-
ronment and deeper analysis indicates that particular challenge lies in crea-
ting an environment that encourages employees to report fraud and protects
them from retaliation (mean = 2.85). Nearly one-third of respondents asse-
ssed this control element as ineffective. This is concerning finding given its
role due to ACFE (2024) who reported that 43 percent of fraud cases were un-
covered through whistleblowing.

Control activities were rated relatively high (mean = 3.79). Based on their
audit engagement experience, auditors assessed that clients generally have an
adequate system for transaction authorization, established procedures for data
access and effective physical controls. In these areas, between 65 percent and
75 percent of respondents gave ratings of 4 or 5. However, the statement Cli-
ents have clearly defined and consistently applied segregation of duties, si-
gnificantly reducing the risk of committing and concealing fraud received the
lowest rating. Following the approach of Hermanson et al. (2012), which con-
siders a weakness in IC if more than 15 percent of respondents assign low ra-
ting to an item, segregation of duties emerges as a potentially high-risk area in
our study. This approach was applied because a relatively high overall mean
for the component can obscure specific weaknesses.

Although the average ratings of individual components of the SIC are mo-
derately high, deeper analysis through individual elements indicates that
the system has certain deficiencies and leaves room for improvement. In
this regard, it is essential to consider not only the current state of ICs but
also clients” willingness to implement external auditors’ recommendations
to address identified weaknesses. More than 60 percent of respondents assi-
gned ratings of 4 or 5 to this item (mean = 3.70). However, the proper im-
plementation of auditors’ recommendations also requires mechanisms for
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systematically monitoring their execution. Responses indicate that about
17.5 percent of auditors recognize shortcomings in this area.

When considering opportunities to improve SIC, auditors were also asked
to evaluate the extent to which their profession can contribute to strengthe-
ning controls in the area of fraud prevention and detection. More than 70
percent of respondents acknowledge the role of external audit in reinforcing
SIC (mean = 3.72). Wehrhanh and Velte (2024) argue that the impact of SIC
is heterogeneous. In line with this, Brandao et al. (2021) emphasize that iden-
tifying deficiencies can have a positive effect to the extent that auditors are
able to exert sufficient pressure on clients to remediate those weaknesses.

Respondents then were asked to identify the factors that, in their view, most
constrain the establishment of stronger ICs for fraud prevention in companies
(Figure 2).

Figure 2: Factors limiting the establishment of stronger
ICs for fraud prevention

Costs |GG 51.2%
Prioritizing other areas [ N SN 43.3%
Insufficient competence for development [ NG 36.6%
Insufficient awareness of fraud I 58.5%

consequnces

Note: Since the question allowed multiple responses, the total exceeds 100 percent.
Source: Authors” presentation

The most frequently cited obstacle, recognized by nearly 60 percent, is the
lack of awareness about the consequences of fraud. This is followed by the
cost of implementing such controls (51.2 percent). Almost half of the auditors
(48.8 percent) pointed out that companies often give priority to other areas
instead. Finally, insufficient competence for developing IC was recognized
as a limiting factor by just over one-third of respondents (36.6 percent).
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Conclusion

The primary responsibility for establishing, maintaining, and operating IC lies
with management. However, considering that managers may be prone to oppor-
tunistic behavior, Wehrhahn and Velte (2024) emphasize the necessity for the
SIC to be monitored by internal auditors, the audit committee and external au-
ditors. Moreover, the success of ICs in fulfilling their purpose depends on nu-
merous factors, both internal and external, and their influence may vary from
one company to another (Chalmers et. al, 2019). Nevertheless, SIC is an inevi-
table part of companies’ fight against fraud and deficiencies in any of its com-
ponents could limit its anti-fraud capacities. Although there are some optimistic
views that fraud will be reduced in the future (Karpoff, 2021), the pervasive-
ness of financial frauds and associated losses and reputation damages for com-
panies underscores the need for strong IC.

However, relatively little is known about the effectiveness of IC in developing
countries, since the vast majority of IC studies focuses on developed coun-
tries. This paper contributes to IC research by examining SIC in companies
in Serbia. Through the lens of external auditors, we explore SIC as a whole
as well as its components and elements and find that the IC effectiveness in
preventing and detecting fraud is largely at moderate level, which implies
room for improvement. This is especially the case with risk assessment and
control environment, which is an important observation since both are en-
tity-level controls and hence influence the whole SIC. Further analysis shows
that particular attention should be devoted to consideration of fraud risk fac-
tors as well as to the whistleblowing process. This insight could be useful for
managers, but also auditors. In addition, it appears that there is insufficient
awareness about the consequences of fraud in companies in Serbia, what is
perceived as the biggest obstacle in the establishment of anti-fraud SIC. Ra-
ising awareness is a serious challenge that requires collective efforts of all
interested parties, including government, companies, educators and profe-
ssional associations.

Our results are derived from a survey among external auditors. Although the
survey methodology has its limitations (Bloomfield, Nelson, & Soltes, 2016),
it is the common approach to research ICs and offers useful insights. For fu-
ture studies, it would be interesting to collect the views of managers and in-
ternal auditors on this issue. Further research could also address the determi-
nants and consequences of IC deficiencies in developing countries.
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Abstract

This paper takes a behavioral ethics approach to examine why attitudes differ in the
characterization of ‘greenwashing’ from other forms of fraud where the aim is to mi-
srepresent the ‘facts’ with the intention of misappropriating resources. A false and
misleading ‘green’ claim in a sustainability report has typically not attracted the same
level of regulatory sanction as overstating financial figures in the statutory accounts.
Both are morally ‘wrong’, either from a deontological or utilitarian perspective, but
from a social psychology perspective the choices people make are more nuanced and
malleable. This has implications for accounting and auditing practices and in the way
in which corporations and their governing bodies establish and evaluate the effecti-
veness of internal control environments. This paper establishes a framework for de-
veloping empirical research to further explore how these decisions manifest in prac-
tice and what actions are needed to minimize fraud risk.

Key words: fraud, greenwashing, sustainability reporting, behavioral ethics, gover-
nance and controls

JEL Classification: M41, D91

Introduction

At 6:30 am on 12 Feb 1994, the same day as the opening ceremony of
the Olympics, the museum’s alarm went off. The alarm immediately
alerted a guard who called the police. Although the police arrived at the
gallery in minutes, they were too late. Security camera footage showed
two men climbing a ladder, smashing a gallery window, cutting The
Scream off the wall with wire cutters and subsequently fleeing with
the painting. The heist took a mere 50 seconds. The thieves left a po-
stcard behind in the gallery. It said “Thanks for the poor security.” The
Gallery considered their security cameras and alarm system to be suffi-
cient to protect their national treasures. Unfortunately, they were mi-
staken. (“Stealing the Scream: 1994 theft,” n.d.)

One of the most valuable paintings in the world “The Scream” by Norwegian
artist Edvard Munch is iconic and a national treasure for the people of Norway.
Despite this it proved very easy to steal so much so that the thief left a thank
you note behind. It is common in fraud, where the preparators are exploiting
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new opportunities to not be caught by control systems. Greenwashing is a yet
another frontier which is providing new opportunities for fraudsters. It is that
discomfort that we have about labelling greenwashing as ‘wrong’ that this paper
explores. The title is deliberately provocative because it aims to test the asser-
tion that from a moral and ethical perspective fabricating material results on
Scope 1 Greenhouse Gas Emissions is no different from inflating the revenue
figure in the income statement. The later by any measure would constitute fi-
nancial statement fraud, falsifying GHG Scope 1 numbers in the Management
Report (part of the legal filing in the EU) is less clear. Sustainability informa-
tion usually fails to get the boards attention, it is only subject to limited assu-
rance (if at all) (IFAC & AICPA, 2025) and there is little regulatory enforce-
ment, suggesting that it would be difficult for any claim against a company to
succeed. Even the proposed Green Claims Directive 2024/825 only deals with
misleading claims to consumers.

This moral dilemma is important because the relevance of ‘greening’ business
activities to make them more sustainable has increased significantly over the
last decade and has become relevant in assessing the financial prospects by in-
vestors. That has led to a shift from sustainability claims being a marketing ac-
tivity to promote the legitimacy of the firm to information relevant for investor
decision-making. The preponderance of unsubstantiated claims has led policy
makers to act to stem the tide of ‘greenwashing’. In the European Union (EU),
the Green Deal represents a comprehensive package of reforms to put sustai-
nability at the center of business practices in the EU (European Commission,
2023). A significant part of these reforms has been mandating reporting on su-
stainability matters particularly those related to the externalities and other im-
pacts of business activities on people and planet.

The Corporate Sustainability Reporting Directive (CSRD 2022/2464) intro-
duced mandatory reporting against a common set of corporate reporting stan-
dards namely the European Sustainability Reporting Standards which intro-
duced significant reporting obligations for a new section of the Management
Report referred to as the ‘Sustainability Statement’. This was in response to
the relatively poor quality of reporting under the previous Non-financial Re-
porting Directive (NFRD). The NFRD was hampered by the lack of standardi-
zation in disclosure requirements and the patchwork of implementation by EU
member states which resulted in reported information that the EC itself con-
ceded was not fit-for-purpose (European Parliament, 2020). The onset of requ-
irements under the CSRD has led to sharp increase in interest by regulators in
the quality of sustainability information reported by companies (ESMA, 2025)
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and its relevance and importance to the financial stability of the EU economy
(European Central Bank, 2025).

Even the Association for Certified Fraud Examiners (ACFE) reflecting on a US
context, recently noted that “Greenwashing straddles the line between mar-
keting malpractice and outright fraud.”(Association of Certified Fraud Exam-
iners, 2025). Although not specifically called out in the ACFE’s ‘fraud tree’
which offers a classification of different forms of fraud, making unsubstan-
tiated claims about sustainability performance is a powerful illustration of the
changing nature of what constitutes ‘fraud’. It is well-established that fraud is
constantly being redefined and therefore requires a reassessment of the oppor-
tunities for fraud in practice. The purpose of this paper is to provide a fra-
mework to understand the dynamics of ‘fraud’ as it shifts over time, drawing
on the existing literature in ethics, philosophy and psychology. In that sense
this study is preliminary and more research is need to provide an empirical fo-
undation for the analysis in this paper.

1. Setting out the co-ordinates

1.1. Defining “Greenwashing”

The arguments in this paper rely on two terms that have complex and unstable
meanings — namely what constitutes ‘greenwashing’ and when does that qu-
alify as ‘fraud’? There is no universally accepted definition of ‘greenwas-
hing’ although there are legal doctrines around false advertising and securi-
ties fraud that provide useful insights (Cherry, 2014). The other challenge with
defining greenwashing is that whilst there are a significant number of studies,
it remains complex and reflects a still emerging phenomenon (Mehta et al.,
2025). Moreover, greenwashing is challenging to recognize and evaluate be-
cause of its many dimensions, manifestations, and nuances:

The absence of a unified framework or criteria for evaluating envi-
ronmental, social, and governance concerns, the dispersion of non-fi-
nancial information across many sources, and the unavailability of tru-
stworthy and complete data sets complicate the quantification of particular
elements of the situation. (Poiriazi et al., 2025, p. 2)

The phenomenon of greenwashing is often traced back to 1986 when Jay We-
sterveld, an environmental activist, is understood to have coined the term in
response to a hotel promoting towel re-use being driven by cost saving rather
than concern for the environment (Feghali et al., 2025). However, since the
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inception of the corporation the practice of misstating or falsifying claims has
been a constant source of distrust in the reported information.

It is important to note that not all forms of greenwashing are likely to have the
intent to qualify as fraud. One study notes:

ESG reporting currently lacks the same degree of rigor, even while fi-
nancial statement reporting complies with standards and employs strin-
gent controls to guarantee the consistency, accuracy, and comparability
of data and disclosures. As a result, a divergence may occur between a
company’s activities and its assertions. This mismatch, sometimes unin-
tended, adversely affects investors, consumers, workers, and anyone re-
liant on this information for decision making. (Poiriazi et al., 2025, p. 13)

What is problematic and usefully highlighted here is that greenwashing is “so-
metimes unintended” — if that is the case, information may be misleading but
that can be more a product of lack of developed accounting and measurement
techniques for environmental matters rather than a deliberate attempt to de-
ceive. Typically, a lack of precision of accounting measurements such as the
valuation of financial instruments in the financial statements would not be
considered ‘fraud’ and the test is about the reasonableness of the judgements
made (Kirk, 2006).

There is much more attention by regulators to prevalence of greenwashing and
the potential risks to investors. In tandem with the rise in regulatory activity,
academic research has been increasing particularly for non-financial firms
(Birindelli et al., 2025). ESM A notes that are regulations already in place that
deals with all facets of greenwashing. While ESMA does not directly define
‘greenwashing’ they do provide the following clarification:

Greenwashing risks refer to the risks of misleading sustainability claims
occurring and misleading investors in their decisions. Sustainability-re-
lated claims refer to statements, declarations or communications pro-
vided either to comply with disclosure requirements or as part of volun-
tarily communications (e.g., advertisements), while the narrower concept
of sustainability-related disclosures refers only to statements, declara-
tions or communications provided to comply with disclosure require-
ments. (ESMA, 2024, p. 8)

The courts have taken a similar approach noting that while there can be a range
of characteristics that are common in cases of fraud, as one US court noted:
“the law does not define fraud; it needs no definition; it is as old as falsehoods
and as versatile as human ingenuity” Weiss v. United States, 122 F.2d 675 (5th
Cir. 1941). According to the Cornell Law School:
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Fraud is both a civil tort and criminal wrong. In civil litigation, allega-
tions of fraud might be based on a misrepresentation of fact that was
either intentional or negligent. For a statement to be an intentional mi-
srepresentation, the person who made it must either have known the sta-
tement was false or been reckless as to its truth. The speaker must have
also intended that the person to whom the statement was made would
rely on it. The hearer must then have reasonably relied on the promise
and also been harmed because of that reliance. (Legal Information In-
stitute, n.d.)

At an EU level the focus has been on protecting consumers against false pro-
duct claims as set out in the Green Claims Directive (Directive 2023/85). The
principle of fair and balanced content in corporate reports has been well-esta-
blished under EU law in the Accounting Directive 2013/43, Article 19 states:

The management report shall include a fair review of the development
and performance of the undertaking’s business and of its position, to-
gether with a description of the principal risks and uncertainties that it
faces. The review shall be a balanced and comprehensive analysis of the
development and performance of the undertaking’s business and of its
position, consistent with the size and complexity of the business.

This requirement as transposed into national laws sets a clear requirement
that the sustainability claims made by a company should be ‘fair’ in other
words free of material misstatement. This is reinforced in the assurance pro-
vision set out in the CSRD for an auditor to provide limited assurance on the
sustainability statement within the management report (Directive 2022/2464).
Accordingly, from a compliance point of view, the legal requirements for the
quality and truthfulness of sustainability content is on par with that of the fi-
nancial statements, and there is a basic legal threshold that it is free from ma-
terial misstatements.

For the purposes of this paper it is not necessary to construct a comprehensive
definition of ‘greenwashing’ or ‘fraud’ —merely to establish working defini-
tions of phenomena to assess the moral implications presented by greenwas-
hing that bears the characteristics of fraud. In other words, why is misstating
sustainability information considered of less consequence than the same ac-
tions with respect to the financial statements?

1.2. Lessons from moral philosophy

Philosophers have long wrestled with complex moral questions in establis-
hing what is ethical or more plainly the difference between ‘right’ or ‘wrong’.
There are two approaches that are often cited and they are broadly a utilitarian
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perspective which focus on the consequence of an action and a deontological
one which is more principles based. Philosophers, such as Bentham, have
focused on the utility of actions and those that served the greatest number for
greatest good (Ross, 1994). In other words, if an action, such as ‘greenwas-
hing’, have no material consequences then according to Bentham it would not
be morally wrong and should be seen as a byproduct of achieving a positive
end for the majority. Anscombe (1958) challenged this view by pointing to
the subjectivity of determining the common good:

Now the consequentialist has no footing on which to say “This would
be permissible, this not”; because by his own hypothesis, it is the con-
sequences that are to decide, and he has no business to pretend that he
can lay it down what possible twists a man could give doing this or that;
the most he can say is: a man must not bring about this or that; he has no
right to say he will, in an actual case, bring about such-and-such unless
he does so-and-so. Further, the consequentialist, in order to be imagi-
ning borderline cases at all, has of course to assume some sort of law or
standard according to which this is a borderline case. Where then does
he get the standard from? In practice the answer invariably is: from the
standards current in his society or his circle...(p. 13)

Against this backdrop, arguments considering greenwashing to be ‘wrong’ could
be swayed by facts such as current norms about standards of behavior amongst
peer companies or general attitudes to the balance of economic growth and
environmental protection. If the majority believe that the consequences are in
the interests of the greater good then greenwashing could be considered a ve-
nial sin and clearly not as consequential as financial statement fraud.

The alternative approach is a deontological one favored by philosophers such
as Kant with his ‘categorical imperative’. Kant argued that we should be gu-
ided by what we ought to do rather than what we assess using our judgment
about what might be the right thing to do. A Kantian view would hold that mar-
kets are by their nature morally negative because self-interest drives decision-
making and “morality is crowded out by the presence of self-interest” (San-
tori, 2024, p. 240). For Kant, morality is about one’s duty and not about what a
person may like to do: “act only according to that maxim through which you
can at that same time will that it become a universal law” (Kant, 2017, p. 34).
Accordingly, even in market transactions such as informing investors about
performance against sustainability objectives, Kant argues that subjective ends
(e.g. profit for a business) are inverted by individuals to objective ends as ratio-
nality is the compass that drives all behaviors. We see echoes of this thinking
in the current debates about the purpose of the corporation where the maxim
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that ought to drive business behavior is that the corporation should seek to
solve problems of people and planet and not add to them whilst also achie-
ving a profit (Hsieh et al., 2018). That is a noble ideal but as Sandel (2012) su-
ggests, the logic of markets just do not operate that way and that the subject
ends of market participants take precedence over what reason might dictate
as being the ‘right thing to do’. But as Arendt (2003 cited in Dunn, 2025) ar-
gues, the flaw in the Kantian approach to guiding actions is the assumption
that one’s reason is consistent with their will such that my actions can become
a universal law. The consequence of this according to Arendt is the needs of
others and the ability to pivot our understanding to see things from their per-
spective is not possible (Dunn, 2025). The logical extension is that one can
claim that following orders, of doing one’s duty could lead to actions such as
greenwashing being pursued as a means to discharge the duty of maximizing
returns for shareholders.

1.3. Turning to behavioral ethics

This leaves us with the dilemma that resolving greenwashing behavior by
appealing to moral reasoning leads to a lack of clarity about making judge-
ments within business contexts. To that end, behavioral ethics offers an alter-
native framework for analyzing issues like greenwashing where doing what
‘right” may be unclear. Bazerman and Gino (2012) define behavioral ethics as:

the study of systematic and predictable ways in which individuals make
ethical decisions and judge the ethical decisions of others, ways that are
at odds with intuition and the benefits of the broader society. As this
definition suggests, we are interested in examining not only the decisions
that people make but also their judgments of the decisions of others. We
are interested in examining the systematic ways that we humans depart
from our intuitive expectations and the goals of broader society. (p. 90)

They argue that ‘morality’ is dynamic and malleable rather than something
fixed and universal as proposed by Kant. The role of situational influences
is often the reason for morality being redefined by circumstances (Monin &
Jordan, 2009). What is particularly insightful about a behavior ethics approach
is that it breaks down the complexities and sheds light on seemingly contra-
dictory behaviors and actions. The research shows the disconnect between a
desire to be good and seen as ethical by others and actual unethical behavior
(Bazerman & Gino, 2012). There are two major strands to the behavioral et-
hics literature: the first focuses on the psychology of self and the second on t